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Section C - Descriptions and Specifications

OUSD (AT&L) DARS

DFARS Transformation Integrated System (DTIS)
1.0 Introduction

The purpose of this RFP is to obtain an integrated information technology solution.  This acquisition will be for a two months “Concept and Demonstration” base period, a one year option for the integration and implementation and four option years of system support and maintenance.   
The Defense Acquisition Regulations System (DARS) Office is pursuing an efficient and integrated approach that builds on government, industry, and project management best practices for acquiring a COTS Acquisition management package and the system integration expertise to implement it. At its core, this approach will use a performance-based acquisition that will result in the best value to the Government.  Performance standards are detailed in Attachment 1.

1.1 Background

The Director of Defense Procurement and Acquisition Policy (DDPAP), by delegation from the Secretary of Defense and the Under Secretary of Defense (Acquisition, Technology and Logistics) (USD(AT&L), is responsible for developing, coordinating, issuing, and maintaining the Federal Acquisition Regulations (FAR), the Defense Federal Acquisition Regulation Supplement (DFARS), and other Department of Defense (DoD) contracting regulations.  The DoD system of contracting regulations governs all contracting activities and contractors with whom they do business.  It serves as the basis for structuring contracts for over $180 Billion in obligations and 5.5 million contracting actions per year.

The DAR System is a component of the FAR System, which codifies and publishes uniform policies and procedures for acquisition by all executive agencies. The FAR System consists of the FAR, the primary document, and agency acquisition regulations that implement or supplement the FAR. 
The DDPAP accomplishes this responsibility through the Defense Acquisition Regulations System (DARS), which consists of the DARS Directorate, the DAR Council, and the DAR Committees.   The DARS Directorate is a staff office under DDPAP.  The DAR Council consists of a policy and legal representatives from each military department, Defense Contract Management Agency (DCMA) and the Defense Logistics Agency (DLA).  Currently, there are 26 permanent DAR committees in specific functional areas.  Ad-hoc committees are formed to address issue of interest on an as needed basis.  Each committee includes a member from each military department, DCMA, DLA, OSD and additional subject matter experts.  The DAR System includes approximately 250 members.  The current system is primarily a paper based system.  
To improve program performance and ensure that future needs are met, the DoD DARS Office has determined the need to obtain a new DFARS Transformation Integration system (hereafter referred to as The System) that can be used to manage the acquisition rulemaking progress. DoD DARS Office anticipates that this new system will result in improvement in the rulemaking process and also further DoD DARS office’s implementation of key provisions in the President’s Management Agenda, eGov requirements, and other regulatory mandates. 
1.2  Objectives

The DARS is seeking to replace the current system of applications with a commercial off-the-shelf (COTS) solution to facilitate collaboration and effective communication among all the stakeholders in the acquisition process. This includes a knowledge management structure that will enable effective document management and permit open dissemination of information to facilitate sound business decision making. The System to be implemented is a seamless, comprehensive solution with capabilities in the following five major functional areas:

· Collaboration - Communication
· Workflow Management

· Document Management

· Record Management

· Publication


Among the specific goals established for this initiative are the following:

1. Design for an intuitive and user-friendly website that will promote broad dissemination of information and transparency of the acquisition rulemaking process that is easy to operate and maintain by non-technical users with minimal training.

2. Support of an end-to-end, integrated, and transparent DARS process to facilitate the generation of changes to regulations, procedures and processes, collaboration, deliberation, coordination, approval, world-wide communication and feedback, archiving, retrieval and data management.

3. Ensure maximum participation and consensus building by facilitating virtual meetings with real time information and document sharing.

4. Provide Work Flow management consistent with the DARS business process.  The current DARS business process model is set forth as attachment 2. 

5. Provide increased analytical and management reporting capabilities to system users.

6. Provide document management that will offer configuration control with simultaneous and parallel editing of documents.

7. Provide knowledge management framework that will enable search and retrieval of information related to historical and current regulatory, guidance, and procedure language such as all associated cases, deviations, policy documents, and training opportunities.

8. Make available electronically the historical case files and regulations library that will enable fast search and accurate retrieval of specific information. 

9. Satisfy applicable external reporting and interface requirements (i.e. e-Docket, ROCIS, and DoD Standard Procurement System).

10. Provide capability to publish regulations, procedures, guidance and associated documents directly to the world wide web with minimum manual effort. 

11. Ensure that DoD DARS Office complies with NARA and other federally mandated requirements for record management.

. 
12.  Comply with all applicable Section 508 Accessibility Standards, DoD Public Key Infrastructure and Common Access Card requirements, DoD security and information assurance requirements.
1.3  Technical Environment

General customer and network support for the DARS office is provided by the AT&L Technology Management Office. The DARS IT System is part of to the AT&L local area network and includes the MS Office suite and a number of custom applications loaded on standard AT&L PC desktops operating on WIN 2000.  A technical assessment of the current DARS IT system is set forth as attachment 3.  

The current configuration of the AT&L Information Technology –Technical Infrastructure is set forth at attachment 4.  

2.0 System Requirement 

2.1 General

The contractor’s technical approach will emphasize a well-designed, fully documented and integrated system that is simple to use and easy for non-technical users to maintain.   In general, the system must include:

1. Easy access from any location, minimal use of client applications.

2. User-friendly features, intuitive graphic interfaces, context sensitive help menu.

3. Modular training for system users and system administrator for major functional areas.

2.2   Statement of Requirements – Desired Features in each of the major functional areas:

1. COLLABORATION

a. Document sharing 

i. Parallel Document editing; merging versions, comments, documents

ii. Simultaneous editing, validation and sign off of text documents

b. Virtual meeting capability for decision making: voice mandatory, video optional 

c. Ability to have a face-to-face meeting with some geographically separate participants via teleconference.

d. Instant messaging/chat capabilities that capture and maintain a record of the discussions.

e. Ability to have discussion threads

f. Available anywhere without client software using the standard browser.

2. WORKFLOW MANAGEMENT

a. Workflow-tracking based the current DARS business processes with established baseline for schedule and the ability to override.

b. Accommodation of dynamic changes, ability to add “ad-hoc” process or atypical routing needs with option for automatic extension of timeline 

c. Generation of pre-defined management reports, ability to create ad-hoc reports.

d. Report writer with simple user interface that allows user to generate high quality analytical reports and graphics. 

e. Be extensible – add additional workflow to accommodate new process, additional work or new roles and responsibilities.

f. Management Console with alerts based on pre-defined parameters (i.e. status over 30 days).

g. Ability to coordinate with external users as part of the workflow.

· To send attachments and/or comments for external users to "participate" via links in the email document. 

h. Automated Deadline assignment with ticklers/warnings

i. Email Notifications – automatic notification for specific actions with ability to execute manual/tailored notifications

j. Ability to “flag” priority item - to automatically send notifications to specific groups

3. DOCUMENT MANAGEMENT

a. Tracking documents within the business process.  

b. Stringent configuration control for changes to documents with clear identification of the most current version of the document

c. Unique identification of documents with multiple parameters (type of documents, case number, topic, key words, author, etc) to permit easy search and retrieval.

d. Ability to record coordination and approval by document.

e. Ability to create redacted copy of documents.

4. RECORDS MANAGEMENT

a. Maintain records of specific workflow by unique identifiers (i.e. case number, tracking number, etc)

b. Maintenance of the DFARS at the sub-part level. 

c. Integration of DARS current card index system to retain the  information tracking and change history data for the current FAR and DFARS.

d. Ability to maintain change history by a section or sub-subsection.

e. Easy retrieval of case or documents relating to the entire change history for each section or sub-subsection.

f. On-line FOIA “reading room” for redacted documents.

g. Powerful Search Engine with the ability to search:

· Full text of the document,

· Accommodate keywords, topic and other parameters to facilitate increasingly restrictive searches 

· Displays a few lines that resulted in the hit

· Indexes and Searches all formats used in the system

5. PUBLICATIONS

a. Ability to automatically push mirror copies out (Hill AFB - SPS)

b. Direct /Automatic Publication  to the web of the DFARS and other document.  

c. Publication in HTML, MS Word, and Adobe PDF format

2.3 Compatibility With AT&L’s Information Technology –Technical Infrastructure

The system shall operate within the AT&L IT infrastructure and use the existing AT&L standard configuration for hardware and software to the maximum extent practicable.  The contractor is responsible to resolve any non-compatibilities or system conflicts with the AT&L infrastructure.

2.4 Program Management Plan

The contractor shall provide a full life cycle Program Management Plan.  This plan will cover all areas of program management including the following sections:

1. Milestones and Criteria for Accomplishments.  The contractor will develop a series of Milestones to be measured against for the success of the project.  Criteria for successfully meeting each milestone’s objectives will be included as well.

2. Configuration Management Plan.  The contractor will establish a change process that maintains the integrity of the baseline system.  The contractor will provide updates to the system document as required to reflect changes to the Baseline System.

3. The Technology Update & Refresh Plan.  The contractor will perform all actions necessary to plan for system upgrades. This will include project planning, customer liaison, preparing equipment for installation, installing software, migrating data, applications, and setting.

4. Training and Change Management Plan.  The contractor will provide an adequate training plan and address change management considerations for deployment of the system
5. Risk Identification and Mitigation Plan.  The contractor will develop and maintain a Risk Matrix that also includes a Risk Mitigation Plan.

6. Performance Measurements and Quality of Service Indices.   The contractor will establish and maintain a Performance Measurement and Process Improvement Program.   The intent of the government is to continuously optimize operations by using meaningful, measurable, customer-focused performance metrics and process improvement methodologies.  The contractor will also:

· Identify industry best practices for automation products and services

· Recommend quantitative and qualitative performance standards and\or service levels based on government requirements and related best practices

· Measure and report performance against standards and define various levels of Quality of service.

· Provide a mechanism for the government to assess contractor performance over time

· Ensure the system provided meets business objectives and requirements

· Recommend Incentives and Disincentives for meeting, exceeding and not meeting these levels of Quality of Service.

The government’s minimum required performance standards are given in Attachment 1.  The contractor will meet these performance standards at a minimum and recommend other standards and incentives or disincentives. The contractor will measure and report progress in meeting performance standards on a quarterly basis.  These reports must allow the government to assess contractor performance against all approved standards for the current reporting period and over time.   

The contractor will establish a process improvement methodology as an integral part of the performance measurement program.  The contractor will identify changes that will improve service, reduce resources required, or otherwise optimize operations.  These changes can be in any functional area of the system and can affect any facet of DARS’s operations.  Upon government approval, the contractor will implement these changes.  The contractor may recommend incentives for improvements initiated by the contractor.

7. Contact Plan.  The contractor will define a Contact Plan which defines procedures and thresholds for communications between the contractor and the government.  An example would be the expected time a verbal communication would be made when a new risk is identified and the standard for when written communication would follow the verbal communication.

2.5
System Implementation and Installation

The contractor shall provide full support for the implementation of all system hardware and software. The Contractor shall perform the following:

 

· Installation and integration of the DFARS Transformation Integrated System.

· Knowledge transfer regarding the any custom configuration parameters and files; and 

· Complete necessary interfaces with the AT&L network.    

2.6
Software Support and Modifications
 

The contractor shall fully support all system software, including any contractor-sponsored modifications or revisions.  The DARS Office shall be provided with full documentation of all contractor changes and/or modifications to the system software in accordance with the Configuration Management Plan.

2.7  System Documentation

The contractor will prepare and maintain the system document as one of the deliverables of this task.  The intent of the government is to document DTIS architecture, support processes, and other important support and technical information beginning with submission of the contractor’s technical proposal and continuing throughout the life of the contract.  The system document will provide a reference for support personnel, facilitate maintenance, reduce risk associated with personnel turnover, and provide other benefits to operations.  The contractor is encouraged to use automation whenever possible to reduce administrative workload associated with this documentation.  Format and content of the documentation is at the discretion of the contractor, but as a minimum the system document will include the information listed below.

1. Baseline System Description.  The contractor will provide comprehensive documentation to describe the COTS products and custom integration included as part of the system.  The documentation must reflect the contractor’s technical approach to the government’s objectives, requirements and desirable features. This documentation shall include all database requirements (i.e. database schema, data definitions, required fields, allowable values and their definitions (if applicable), data types, entity relationships, primary/foreign/alternate key information, required/recommended indexes, null allowances, business rules, default values, physical order requirements (if any), trigger requirements) and any other documentation necessary for operation and maintenance of the system. 

2. Manuals And Publications.  The contractor shall furnish one full set of the most current version of user manuals and publications for all software provided under this contract in hardcopy as well as in electronic format, either Microsoft Word, HTML, or PDF format.

3. Hardware and Software Licensing, Maintenance.  The contractor will deliver a summary report of hardware and software licensing and maintenance information.  Format and content of the report will be as agreed upon by the government.

The system document will be delivered submitted 45 days after start of performance for option 1 and 
3.0
Period of Performance

The period of performance is for a two month “Concept and Demonstration” phase, a one year option for installation and implementation and four one-year options for system support and maintenance. 
4.0      Place of Performance

The place of performance will be within the contractor’s facilities and within the DAR Directorate Office in Crystal City as needed.

5.0  Working Hours 

The contractor shall schedule personnel so that full coverage of normal working hours  (8:00AM – 5:00 PM) will be provided.  The Government and contractor will coordinate closely to ensure the technical support of the system is available to meet operational requirements.  

6.0  Delivery and Performance

6.1  GFE/GFI – [insert list from contractor proposal as agreed to by the Govt]

6.2  Privacy Act

Contractor personnel may have access to information subject to the Privacy Act in the performance of this task.  The Contractor and its assigned employees shall comply with all the requirements of the Privacy Act and shall provide Privacy Act training to all its employees working on this contract.  

6.3  Security Clearances 

DoD 5200.2-R, “Personnel Security Program” requires DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on sensitive automated information systems (AISs), to be assigned to duties that are designated at one of two sensitivity levels (ADP-I, ADP-II).  These designations equate to Critical-Sensitive, Noncritical-Sensitive.  OUSD(AT&L) has determined that all contractors serving on this task shall require an ADP-II designation.  An ADP-II designation requires technical review by someone of higher authority with an ADP-I designation.  The COR identified above will serve as the higher technical authority with ADP-I designation. 

6.4 Activity Reports – 

Baseline management schedule as set forth in the technical proposal and adjustments to the baseline must be agreed to by the Government.  
1. Activity  Report.  The contractor will give a brief overview of the work accomplished and work in progress in each functional area during the reporting period.  Specify any milestones achievements during the reporting period

2. Problem Areas. Identify significant Problem Areas identified within the Reporting Period, resolution status and their impacts on the accomplishment of the contract objectives and/or milestones. 

3. Activities Planned. Identify significant Activities Planned for the next Reporting Period.  

Summary of Reporting Deliverables 

1.  Delivery requirement for the “Concept and Demonstration” Phase

	Reference
	Title

	Due
	Format

	
	
	
	

	Para 6.4
	Activity Reports
	Biweekly
	Submit electronically in Word format

	
	
	
	


2.  Delivery requirements for Options 2 and 3

	Reference
	Title

	Due
	Format

	Para 2.6
	System Documentation 
	First Draft: 30 days after award

Final: 90 days after award
	Format as agreed upon by govt

	Para 2.7
	Performance Measurements
	Quarterly 
	Format as agreed upon by govt

	
	
	
	

	Para 2.8.
	CM Plan Updates
	As Required
	Format as agreed upon by govt

	
	
	
	

	Para 2.9
	Training and Change Management Plan
	First Draft: 30 days after award

Final: 90 days after award
	Format as agreed upon by govt

	
	
	
	

	Para 6.4
	 Activity Reports
	Monthly by 10th workday
	Submit electronically in Word format

	
	
	
	


7.  ADMINISTRATIVE CONSIDERATIONS:

Contracting Officer’s Representative  (COR)

Angelena Moy


DAR Directorate


1745 Jefferson Davis Hwy


Suite 200A


Arlington, VA 22202


(703) 602-1302

Attachment 1.  Performance Standards

The following are minimum required performance standards.  The contractor will provide quarterly performance reports for each of the areas identified below. 

1. Customer Satisfaction

	Customer Satisfaction
	≥ 90%


The contractor will survey a statistically valid sample of customers serviced each quarter using questions and methods agreed upon by the government.  Responses to questions will be weighted and translated to a scale from 0 to 100%, with higher numbers indicating greater satisfaction.  The average of all customers surveyed each quarter must be ≥ 90%.

2.  First Contact Resolution

At least 80% of request for assistance will be resolved at first contact.  

3. Performance Standards and Methods  

The contract must propose appropriate performance standards, and methods used to measure and report performance in each major functional area.   

Attachment 4. AT&L Information Technology –Technical Infrastructure
1. The AT&L unclassified desktop hardware consists of approximately 1,200 Intel-based networked PCs using Windows 2000 operating system with Microsoft Office XP, Lotus Notes, Internet Explorer, Timbuktu, Norton Antivirus, other commonly used office applications software, and custom software specific to the  OUSD (AT&L) environment.  Outlook XP is the mail and calendar client in use.  SMS 2.0 is used for software distribution and limited asset management.  Scriptlogic is used to automate logon script generation and other client-side administration tasks.  Timbuktu is used to access customer desktops remotely.  Approximately 470 black and white printers are installed; these printers are primarily Hewlett-Packard Models 4, 5, 4000, and 8000.  Approximately 130 network color printers are installed; these are Tektronix Model 740, 840, and Xerox Models 1235 and 6200.  

2. OUSD (AT&L) Secret desktop hardware consists of approximately 180 Intel-based PCs using Citrix Metaframe thin client technology that provides customers access to applications software similar to that in the unclassified environment.  To accommodate unique customer requirements, approximately 30 secret desktops are thick clients using Windows 2000 operating system and other office applications software.  Classified printers are primarily older Hewlett Packard black and white and Tektronix color printers.  

3. OUSD (AT&L) supports approximately 500 unclassified laptops with operating systems and applications software similar to the desktop environment.  All laptops use Pointsec hard drive encryption technology.  These laptops support  OUSD (AT&L) telecommuting and travel requirements.  For access to the AT&L network, customers use SecurID authentication and dial in to local AT&L modem banks or use an ISP with AT&L’s VPN solution.   OUSD (AT&L) also supports approximately 400 Personal Digital Assistants including various models of Palm and iPaq PDAs.  Approximately eighty Blackberry wireless devices are in use.  

4. The ITM trouble ticket system is a custom Notes Domino application called the Enhanced Management System (EMS).  ITM uses an Oracle database, called the Information Technology Management Database (ITMDB), as the central data store for all ITM equipment inventory and personnel information.  Stellar, a Notes application, is used to track support personnel location, work status, and other related information.  Approximately 60 trouble tickets per day are created in the help desk ticket system in response to AT&L customer support requirements.   About ten percent of tickets are work stoppages, and approximately twenty percent of the tickets are customer Move-Add-Change requests for new or upgraded hardware or software, or account creations, deletions, or changes.  Approximately 180 customers move offices each year.  

5. The Washington Headquarters Services Pentagon Renovation Program is conducting a comprehensive renovation of the Pentagon.  It is anticipated that some AT&L customers and equipment will be relocated over the next several years to facilitate renovation efforts.

OUSD (AT&L) Server and Network Environment

6. The  OUSD (AT&L) unclassified server environment consists of approximately 82 Windows 2000 servers, 30 Unix servers, three Network Appliance Filers (Network Attached Storage) and ADIC Scalar 1000 for consolidated backup storage. The majority of Windows servers are various models of Dell PowerEdge platforms (1550, 2300, 2350, 2400, 2450, 2550, 2650, 6300, 6350, 6450, 6650, 8450) and the Unix servers are various Sun Sparc platforms (SPARC 5, 10, Ultra 2, 250, 3000, Netra T1, SunFire 280R, SunFire V880).  These servers provide authentication, file, print, DHCP, DNS, Send Mail, SAMBA, NFS, Anti-Virus, Streaming Video, applications including Citrix Metaframe, Lotus Notes, IIS, SMS, SQL, Oracle, Apache, IPlanet, HP OpenView, Concord, BMC Patrol, Check Point Firewall-1, Netscreen Global Pro, and other network-related services. The server environment also supports a Test Bed that consists of 11 Windows servers, 6 UNIX servers and 1 Network Appliance Filer.

7. The  OUSD (AT&L) classified server environment consists of approximately 18 Windows 2000 servers, 12 Unix servers, and ADIC Scalar 100 for consolidated backup storage. The majority of Windows servers are various models of Dell PowerEdge platforms (1550, 2450, 2550, 2650, 6450) and the Unix servers are various Sun Sparc platforms (SPARC 5, 20, Enterprise 250, 3000, Netra T1, SunFire 280R).  These servers provide authentication, file, print, DHCP, DNS, Send Mail, SAMBA, NFS, Anti-Virus, applications including Citrix Metaframe, Lotus Notes, IIS, SMS, SQL, Oracle, Apache, IPlanet, HP OpenView, Concord, BMC Patrol, Check Point Firewall-1, Netscreen Global Pro, and other network-related services.

8. The  OUSD (AT&L) unclassified network consists of three categories (Production, Test Bed, and Development). The current Production network is an ATM switched core backbone consisting of Marconi/Fore switches (ASX1000, BG200) and Powerhubs 9000; three Cisco routers (7500 series) are at the core network. There are 20 Cisco routers (2500/4000 series) at the remote sites. The edge devices are approximately 200 Marconi/Fore switches (LE155, 2810, 3810, 4810). The production network is protected with two UNIX servers running Checkpoint FireWall-1 software with stateful inspection and redundant failover capability. The test bed network is separated from the production network using a Netscreen Firewall and dedicated Marconi/Fore switches (2810, 3810), although it shares the same physical cable plant. The development network is separated from the production network using a Netscreen Firewall and dedicated multi-contractor switches, although it shares the same physical cable plant. In FY03-04 AT&L plans to migrate the production network to a Gigabit Ethernet backbone consisting of Cisco routers (6500 series) and Netscreen 500 firewalls at the network core. The edge devices will be Cisco 3550 switches. The test bed network will also be upgraded to Cisco 3550 switches.

9. The  OUSD (AT&L) classified network consists of a Gigabit Ethernet backbone consisting of two Foundry routers (Big Iron) at the core network. The edge devices are approximately 10 Fast Ethernet Marconi/Fore switches (3810) and 10 Ethernet Synoptic Hubs (3000, 3030). NES and TACLANE encryption devices are used to provide classified network services to  OUSD (AT&L) customers located outside the Pentagon. The network is protected with two UNIX servers running Checkpoint FireWall-1 software with stateful inspection and redundant failover capability. In FY04-05 AT&L plans to migrate the classified network to a Gigabit Ethernet backbone consisting of Cisco routers (6500 series) and Netscreen 500 firewalls at the network core. The edge devices will be Cisco 3550 switches. 

10. In FY03-04 AT&L plans to implement a Network Management System (NMS) on both the unclassified production and classified networks. The unclassified NMS will use HP OpenView to centralize all the alerts and integrate with ITM’s trouble ticket system. Concord will be used for network throughput, metric collection, and Service Level Agreement (SLA) monitoring. Cisco Works will be used for switch and router configuration management.  BMC Patrol agents will be used to monitor the servers and special services. The classified NMS will consist of IPSwitch's What’s Up Gold complemented by Denika and OStivity.  Somix’s Denika performance monitoring software will expand What’s Up Gold's SNMP capabilities by graphing how much of the resource (network bandwidth, CPU, hard drive, etc.) is being consumed. Somix's OStivity software will add desktop, server hardware, and software asset/inventory functionality.

Enterprise Applications (AKA Internal E-Business)

11. OUSD (AT&L)’s Enterprise Applications are primarily in six general areas:  Lotus Notes, Oracle, Web Services,  AT&L Portal, E-Business Support, and Knowledge Management (KM).  Collaboration systems including InfoWorkSpace and Groove are also in use.  

12. The AT&L Lotus Notes network consists of approximately  35   operational  applications consisting of a mixture of Notes client applications and Web based Notes Domino applications residing on a clustered Notes network of over 14 Notes application and Domino web servers.  These servers have interface elements that communicate with Oracle and other external data sources.  These applications provide a wide range of functionality from data management to web based resource and document tracking.  Servers are running Lotus Notes Version 5.08 on Windows 2000 operating system.   The Notes directory consists of approximately 1,200 users.   However, the AT&L Technology Management Office is planning  a migration away from Lotus Notes applications over the next several years and has discontinued all new development using Lotus Notes.  Once the migration is complete, Notes will not be supported in the AT&L environment.
13. The AT&L Oracle Support area consists of  approximately 6 unclustered servers  running ORACLE 9i  and one Oracle Internet Application Server all running on Sun Solaris platforms.  There are 1,700 Oracle accounts supporting a wide range of client server and web based projects within AT&L.

14. The Web Services area consists of 135 distinct web sites hosted on over 10 Sun Solaris servers spread over multiple network/internet domains.  Approximately 125 release authorities and web spinners are supported with training and policy guidance covering security, web site standards, ARA and NARA instructions.   Approximately 5 of the web sites are classified. 

15. The Knowledge Management area consists of eight KM servers.  Two of those servers are being used as platforms for Plumtree software.  Two additional servers are used for platforms hosting Athena (Chiliad Inc) knowledge management software.  One server located with the OSD Enterprise Operations Support Team (EOST) is used for hosting the Harvest Mail selected message traffic processing for further analysis by AT&L for security purposes.  One server is used for hosting Athena in the DMZ zone.  The remaining two servers are used to support remote knowledge management processing (Ezenia and Athena) for Web services.

16. The E-Business Program in AT&L assesses the requirements for information technology initiatives, provides for justification of these initiatives with standardized business case documentation, and maintains an inventory describing the characteristics, costs, and performance objectives of initiatives.  E-Business Program support software includes an automated business case compilation module written in Visual Basic and running against an ACCESS database.  A second package accesses an inventory of approximately 50 planned and operational E-Business projects in AT&L.  The inventory is displayed with Visual Basic and accesses an ACCESS database.  As part of the E-Business Program in AT&L, portfolio management has been implemented.  The portfolio management process entails implementing a registry of all of the information technology initiatives in AT&L and developing and tracking performance data, costs, and  operational status for each.   The Portfolio Manager for AT&L is a member of the ITM E-Business staff.   The applications and E-Business initiatives are developed, implemented and deployed by the application teams under the guidance of ITM.

17. The unclassified AT&L Portal uses Plumtree Portal software and is architected with a reverse proxy web server in the DMZ to meet information assurance requirements.   A few features, such as limited mail displays, are now operational on the portal.  The Portal is accessed by user communities both inside and outside the AT&L community.  The portal has been partly integrated with Groove collaboration software.  Plumtree Collaboration Server has also been implemented with the portal.  The portal is distinguished from web site technology by its ability to execute at run-time several different applications simultaneously in the browser and to dynamically access databases both inside and outside the AT&L firewall.  The portal display for the user, unlike the web technology, dynamically changes application information displays in real-time on the screen as the data changes in the databases accessed by the portal.  
External Support Providers

18. OUSD (AT&L) has been directed to transition all network operations and maintenance responsibilities to the Army’s Information Technology Agency (ITA).  Under this arrangement OUSD (AT&L) will no longer manage the network and will pay ITA for services under a SLA agreement.  The exact transition schedule has not been determined; however, the transition will occur over the next several years and could start as early as FY04.  

19. An external support provider, the Enterprise Operations Support Team, provides Enterprise mail, calendar, fax, and other centralized automation services to  OUSD (AT&L) and the rest of the OSD community.  The Information Technology Agency manages the Pentagon and OSD backbone networks.

Network Security

20. OSD network security uses a Defense-in Depth concept.  Several layers of security are employed to protect AT&L resources.  Layers include access control lists maintained by ITA at the primary Pentagon routers, OSD firewalls, and firewalls at the OSD component level.  Multiple types of firewall products are used.  Antivirus protection is provided by McAfee and Trend Micro at the AT&L server level and Symantec on all AT&L desktops.  In addition, the EOST uses antivirus software to detect and protect against malicious code.

21. A major initiative is currently underway in OSD and Washington Headquarters Services (WHS) for certificate-based network logon using the Common Access Card (CAC).  The government anticipates that AT&L will transition to CAC at some point during the life of this task order.

Video Conferencing Equipment

22. The  OUSD (AT&L) provides point-to-point and video streaming capabilities over the network under its Video Conferencing Services.  These services provide staff with the capability to hold real-time point-to-point meetings and give or view briefings over the internal local area network and over the internet. All video streaming events are automatically recorded and stored on a video library for future access.  Support personnel spend on average about eight hours per month supporting video conferences involving external participants, although this figure can vary widely.

23. The video streaming infrastructure consists of six NT servers:  two running Real System Server software, two managing the web streaming interface, and two running Real Producer encoding software that convert video footage into web streaming formats. All services can be managed from a main technical control center.

24. The video conferencing infrastructure consists of seven room units and eight desktop CPU-connected units. A Gatekeeper server initiates and manages all active video conference connections. For point-to-point meetings, LAN-based units can connect to other single units for a one-to-one meeting or connect to a Multi-point Conferencing Unit that allows for multiple participants.  Users also call into a gateway that allows a LAN unit to connect to ISDN-connected units world-wide.  A management unit manages a global address book, remotely manages all video conferencing units from one interface, and performs detail event logging.  

25. The  OUSD (AT&L) Executive Conferencing Facility is equipped with video conferencing capability and is used by senior executives to make approximately three video teleconferences (VTC) per month.  About half of these executive VTCs are more complex multipoint calls. 

Backup and Restore Capability

26. OUSD (AT&L) maintains a sophisticated file backup capability. A Network Appliance Filer (storage device) houses 7 TB of information.  Tape devices (ADIC Autoloader, Faststor 22, Scalar 100, and Scalar 1000), with a mix of DLT and AIT2 media, are connected to five backend servers.   Syncsort backup express software runs across both UNIX and Windows platforms.  Backups are auto-scheduled for daily incremental backups and weekly full backups.  Approximately 165 servers on 6 networks are scheduled for file backup.    

Attachment 5.  Proposal Instructions & Evaluation Factors.

Section L.  Instructions, Conditions, and Notice to Offerors

1.0  General

The government expects the offeror to propose the most efficient and effective items and services to  meet the stated objectives and compliance with requirements set forth the solicitation.  Proposals must be succinct.  

The offeror shall submit one (1) original and three (3) separately bound copies of the proposal. Proposals shall be separately bound into a Technical proposal (“Volume 1, Technical”) and a separately bound price/cost proposal (“Volume 2, Cost”). Each volume shall be clearly labeled on the outside showing the offerors name, address, solicitation name and number, volume number and name. 

The offeror shall also submit three (3) complete media copies on CD-ROM in Microsoft Word format (for text) and Microsoft Excel (for spreadsheets). 
The offeror shall use fonts no smaller than 12 pt for all text, excluding any graphics or charts.

2.0 Technical Proposal Instructions

The Technical Proposal must concisely and completely describe the offeror’s approach to meeting the government’s objectives and requirements.  The page count for the Technical Proposal must not exceed 50 pages.  The offeror’s technical proposal must be in three sections, Technical Approach, Management Plan, and Past Performance.  As a minimum, the offeror must include the information described in each item below. Submissions will be judged in part on how well and to what extent they address the objectives and desired features of DTIS. A two page executive summary is optional and will not count against the total page count.


2.1 Technical Approach 
1. Technical System Description.  The offeror must give a concise description of the proposed integrated system with a listing of the COTS software and/or hardware with the all the integration effort necessary to meet the stated objectives and requirements.   The technical description of the system must be fully supported by a detailed management schedule with milestones for the implementation, integration and maintenance effort. 

2. Proof-of-Concept Phase. The offeror will specify the scope of the effort and a concise description of the proof-of-concept prototype and or other deliverables (i.e. models, white paper, and/or system document).  The proof-of-concept prototype and/or other deliverables must provide information sufficient to demonstrate the proposed system will meet the objectives of the DTIS system.   The description of the proof-of-concept must include a detailed management schedule for the work proposed.  At the minimum, the prototype or other deliverable must address operational conditions as well as the required interfaces and business processes of the DARS office.  

3. Documentation.  The offeror will discuss their approach to meeting the government’s documentation requirements.  As a minimum, the offeror must provide a draft outline and discuss planned content and format of the System document.

4. GFE/GFI – The offeror must specify any GFI and GFE required.

2.2 Management Plan
1. Performance Measurement and Process Improvement.  The offeror will describe their approach to the Performance Measurement and Process Improvement requirement.  The offeror must propose performance standards, describe systems and methods used to measure and report performance, and describe process improvement methodology. 

2. Configuration Management.  The offeror will describe their planned approach to meeting the government’s configuration management requirement.

3. Training and Change Management   The offeror will describe their approach to the Training and Change Management.  The offeror must propose training plan and describe change management methodology.

2.3  Past Performance
Offerors describe experience with the COTS proposed products and similar integration effort to include the client name, client contact information including email and telephone number, name of project, contract value, period of performance, name of prime contractor, scope of work, and business value to client. The intent of this section is for the Offeror to demonstrate concisely the depth and breadth of experience in the above described related experience categories.  The offeror is responsible for verifying the accuracy of all contact information

3.0  Cost Proposal Instructions

Cost Proposals  - The cost proposal for the proof-of-concept and all the  options shall include specific breakdown for hardware, software and man-hours costs, and any discount terms. The offeror agrees to hold the prices in its offer firm for 60 calendar days from the date specified for receipt of offers.
1. Proof-of-concept period of two months.

2. Option 1 - Full integration and implementation period of twelve months.
3. Options 2 – System support and on-going maintenance period of twelve months.
4. Options 3 – System support and on-going maintenance period of twelve months. 

5. Options 4 – System support and on-going maintenance period of twelve months. 

6. Options 5 – System support and on-going maintenance period of twelve months. 


5. 
6. 
7. 
8. 
9. 
10. 
11. 







· 
· 
· 
3.1
Proposal submission 

1. Proposals must be submitted by 2:00 p.m., local time, [insert date]. The attached questionnaire (Attachment I) must be filled out and returned along with a narrative (Attachment II) responding to the supplemental questions. Answers to the supplemental questions must be typewritten using 12 font and shall not exceed the specified page-length requirements. In addition, a certification that the proposed system meets all threshold requirements specified in this RFP must be provided.

2. If an emergency or unanticipated event interrupts normal Contract Office processes so that offers cannot be received at the Contract Office designated for receipt of offers by the exact time specified in the solicitation, and the Contracts  Office were unable to amend the solicitation or provide notice of an extension of the closing date, the time specified for receipt of offers will be deemed to be extended to the same time of day specified in the solicitation on the first work day on which normal Contract Office processes resume. 

OPTION TO EXTEND THE TERM OF THE CONTRACT

(a) The Government may extend the term of this contract by written notice to the Contractor within 30 CALENDAR DAYS; provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 30 CALENDAR DAYS days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed sixty-two 
months.

--------------------------------

NONDISCLOSURE OF SENSITIVE AND/OR PROPRIETARY DATA


The Contractor recognizes that in the performance of this contract it may receive or have access to certain sensitive information, including information provided on a proprietary basis by other contractors, equipment manufacturers and other private or public entities.  The Contractor agrees to use and examine this information exclusively in the performance of this contract and to take the necessary steps in accordance with Government regulations to prevent disclosure of such information to any party outside the Government or Government designated support contractors possessing appropriate proprietary agreements, as listed in paragraphs (A) through (D) below.

A.  Indoctrination of Personnel.   The Contractor agrees to indoctrinate its personnel who have access as to the sensitive nature of the information and the relationship under which the contractor has possession of or access to the information.  Contractor personnel shall not engage in any other action, venture or employment wherein sensitive information will be used for the profit of any party other than those furnishing the information.  The Nondisclosure Agreement for Contractor Employees as shown below shall be signed by all indoctrinated personnel and forwarded to the COR for retention, prior to work commencing.  The Contractor shall restrict access to sensitive/proprietary information to the minimum number of employees necessary for contract performance.

NONDISCLOSURE AGREEMENT FOR CONTRACTOR EMPLOYEES
THIS CERTIFICATION CONCERNS A MATTER WITHIN THE JURISDICTION OF AN AGENCY OF THE UNITED STATES AND THE MAKING OF A FALSE, FICTITIOUS, OR FRAUDULENT CERTIFICATION MAY RENDER THE MAKER SUBJECT TO PROSECUTION UNDER TITLE 18, UNITED STATES CODE, SECTION 1001.
I, 
 (print or type name), as an employee of 
 (insert name of company), a contractor performing under contract to the Defense Acquisition Regulations System Office, pursuant to contract number DCA200-01-D-    , agree not to disclose to any individual, business entity or anyone within (insert name of employee company) or outside of the company who has not signed a nondisclosure agreement for the purposes of performing this contract: (1) any planning, programming, and budgeting system (PPBS) information, or (2) sensitive, proprietary or source selection information contained in or accessible through the this project.  Proprietary information/data will be handled in accordance with Government regulations.

I understand that information/data I may be aware of, or possess, as a result of my assignment under this contract may be considered sensitive or proprietary.  The contractor’s responsibility for proper use and protection from unauthorized disclosure of sensitive, proprietary and source selection information is described in Federal Acquisition Regulation (FAR) section 3.104-5(b).  Pursuant to FAR 3.104-5, I agree not to appropriate such information for my own use or to release or discuss it with third parties unless specifically authorized in writing to do so, as provided above.

This agreement shall continue for a term of five (5) years from the date upon which I last have access to the information therefrom.  Upon expiration of this agreement, I have a continuing obligation not to disclose sensitive, proprietary, or source selection information to any person or legal entity unless that person or legal entity is authorized by the head of the agency or the contracting agency or the contracting officer to receive such information.  I understand violations of this agreement are subject to administrative, civil and criminal sanctions.

Signature of Contractor Employee
Date

Contractor
Telephone No.


b.  Signed Agreements.


(1)  The contractor further agrees to sign an agreement to this effect with carriers, and other private or public entities providing proprietary data for performance under this contract.  As part of this agreement, the contractor shall inform all parties of its agreement to allow certain Government-designated contractors access to all data as described in paragraph c., below.  One copy of each signed agreement shall be forwarded to the KO.  These shall be signed prior to work commencing.


(2)  In addition, the contractor shall be required to coordinate and exchange directly with other contractors as designated by the Government for information pertinent and essential to performance of task orders issued under this contract.  The contractor shall discuss and attempt to resolve any problems between the contractor and those contractors designated by the Government.  The KO shall be notified in writing of any disagreement (s) which has (have) not been resolved in a timely manner.  Furnish the KO copies of communications between the contractor and associate contractor(s) relative to contract performance.  Further, the close interchange with between contractor(s) may require access to or release of proprietary data.  In such an event, the contractor shall enter into agreement(s) with the Government designated contractor (s) to adequately protect such proprietary data from unauthorized use or disclosure so long as it remains proprietary.  A copy of such agreement shall be provided to the KO.


c.  Government-Designated Contractors.  The contractor agrees to allow the below listed Government-designated support contractors, possessing appropriate nondisclosure agreements and retained by the Government to advise the Government on cost, schedule and technical matters pertaining to this acquisition, access to any unlimited rights data (as defined in the DoD FAR Supplement (DFARS) 252.227-7013) acquired under the terms and conditions of this contract and to sign reciprocal nondisclosure agreements with them.  One copy of each signed agreement shall be forwarded to the KO.  List designated contractors:

All Government-designated contractors stated herein, or added at a future date shall also enter into nondisclosure agreements with all parties providing proprietary information to the contractor, and the nondisclosure agreements shall be signed before work commences.

------------------------

Notice of Support Contractor to evaluate proposals 

DARS Office will use contractor personnel from the Cairo Corporation of Manassas, Virginia to assist in evaluating the proposals.  The Cairo Corp and it’s employees have signed non-disclosure statements and agreed not to disclose sensitive, proprietary or source selection information contained in or accessible through the this project.  Proprietary information/data will be handled in accordance with Government regulations

Offerors objecting to the release of their proposal information to support contractor shall notify the Contracting Office by letter submitted with the proposal.

------------------------

ORGANIZATIONAL CONFLICT OF INTEREST?

Section M  Evaluation Factors for Award

4.1  Basis for award

a. 
DARS Office intends to award one or more Firm-Fixed Price contract for the “Concept and Demonstration” phase to the responsible offeror whose offer conforming to the solicitation will be most advantageous to the DARS Office.  This is a best value procurement in which the Government is willing to pay a cost premium to obtain a contract award that will assure the highest quality of performance.  Although the evaluated probable cost to the Government is a substantial element to be taken into consideration in the overall integrated assessment of proposals, the Technical approach, Contractor Experience and Past Performance are of far greater importance.  In cases where a higher rated technical is also a higher cost, a cost-technical tradeoff analysis will be considered among acceptable proposals

b.
The DARS Office will evaluate offers for award purposes by adding the total price for the “Concept and Demonstration” phase and all options price to the DARS Office’s estimate of the cost of purchasing any additional software or hardware required to implement the system. The DARS Office may determine that an offer is unacceptable if the option prices are significantly unbalanced. Evaluation of options shall not obligate the DARS Office to exercise the option(s). 

c.
The DARS Office intends to make an award on the initial offers without discussion. A written notice of award or acceptance of an offer, mailed or otherwise furnished to the successful offeror within the time for acceptance in the offer, shall result in the issuance of a binding contract without further action by either party. The Offeror’s initial offer should contain the Offeror’s best terms from a price and technical standpoint. However, the DARS Office reserves the right to conduct discussions with all or some of the offerors if determined necessary by the Contracting Officer.
d.      Each proposal will be rated based on evaluation of each factor using the following Adjectival Scale:

OUTSTANDING - Very comprehensive, in-depth, clear response.  Proposal consistently meets this standard with no omissions.  Consistently high quality performance can be expected.

EXCELLENT - Extensive, detailed response to all requirements similar to outstanding in quality, but with minor areas of unevenness or spottiness.  High quality performance is likely but not assured due to minor omissions or areas where less than excellent performance might be expected.

GOOD - No deficiencies in the response.  Better than acceptable performance can be expected, but in some significant areas, there is an unevenness or spottiness that might impact performance.

FAIR - The response generally meets requirements but there is no expectation of better than acceptable performance.  Deficiencies are confined to areas with minor impact on performance and can be corrected during negotiation without major revisions to the proposal.

POOR - The response fails to meet one or more requirements.  Deficiencies exist in significant areas but can be corrected during negotiations without major revisions to the proposal or serious deficiencies exist in areas with minor impact.

UNACCEPTABLE - Serious deficiencies exist in significant areas.  The proposal cannot be expected to meet the stated requirements without major revisions.  The proposal only indicates a willingness to perform in accordance with the requirements document without specifying how or demonstrating the capability to do so.  Only vague indications of the required capability are present.  

4.2
Evaluation Factors –  Unless all offerors are rejected, award shall be made to that responsible offeror whose offer, conforming to the solicitation, is determined to be the best overall response price or cost and other factors considered. In determining the best overall response, technical superiority will be the most important consideration.  Proposed cost will be subordinate to the technical factors
1. Technical Factors.  The following technical factors  will be evaluated in descending order of importance

a. Technical Approach.  The contractor’s ability to provide a seamless, integrated COTS solution with that will comply with the requirements and meet the stated objectives with consideration for ability to meet some or all the desired system features in each of the functional areas.  
b. The contractor’s plan for management of this contract, risk identification and mitigation, deliverable deadlines and performance measurements.

c.  Contractor Experience. The evaluation will be based on the contractor’s experience with the proposed COTS software and similar integration efforts  

d.  Past Performance The evaluation will be based on the contractor’s past performance for user technical support.

2.   Cost Proposal. The Contractor shall provide a cost proposal for the “Concept and Demonstration” and 5 options. Proposed cost/price will not be assigned numerical weights and will be subordinate to technical superiority, contractor experience and past performance. 
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