Technical Amendment
September 21, 2015


PART 204—ADMINISTRATIVE MATTERS

* * * * *

204.7304  Solicitation provision and contract clauses.

	(a)  Use the provision at 252.204-7008, Compliance with Safeguarding Covered Defense Information Controls, in all solicitations and contracts, including solicitations and contracts using FAR part 12 procedures for the acquisition of commercial items.

* * * * *

PART 212—ACQUISITION OF COMMERCIAL ITEMS

* * * * *

212.301  Solicitation provisions and contract clauses for the acquisition of commercial items.

	(f)  * * * 

		(i)  * * *

		(ii)  Part 204—Administrative Matters.

			(A)  Use the provision at 252.204-7008 Compliance with Safeguarding Covered Defense Information Controls, as prescribed in 204.7304(b[a]).

			(B)  Use the clause at 252.204-7009, Limitations on the Use or Disclosure of Third-Party Contractor Information, as prescribed in 204.7304(c[b]).

			(C)  * * *

[bookmark: _GoBack]			(D)  Use the clause at 252.204-7012, Safeguarding Covered Defense Information and Cyber Incident Reporting, as prescribed in 204.7304(a[c]).

* * * * *

	(x)  Part 225—Foreign Acquisition.

* * * * *

		      (BB)  Use the provision at 252.225-7049, Prohibition on Acquisition of Commercial Satellite Services from Certain Foreign Entities—Representations, as prescribed at 225.772-5, to comply with 10 U.S.C. 2327(b)[2279].

* * * * *

PART 213—SIMPLIFIED ACQUISITION PROCEDURES

* * * * *
SUBPART 213.5—TEST PROGRAM[SIMPLIFIED PROCEDURES] FOR CERTAIN COMMERCIAL ITEMS

* * * * *

PART 215—CONTRACTING BY NEGOTIATION

* * * * *

215.404-71-3  Contract type risk and working capital adjustment.

	(a)  * * *

	(b)  * * *

		(7)  Use the interest rate established by the Secretary of the Treasury (see http://www.treasurydirect.gov/govt/rates/tcir/tcir_opdirsemi.htm[https://www.fiscal.treasury.gov/fsservices/gov/pmt/promptPayment/rates.htm]).  Do not use any other interest rate.

* * * * *

PART 216—TYPES OF CONTRACTS

* * * * *

216.504  Indefinite-quantity contracts.

	(c)(1)(ii)(D)  Limitation on single-award contracts.

					(i)   * * *

						(ii)  A copy of each determination made in accordance with FAR 16.504(c)(1)(ii)(D) shall be submitted to the Director, Defense Procurement and Acquisition Policy, ATTN:  OUSD(AT&L)DPAP/CPIC,  3060 Defense Pentagon, Washington, DC 20301-3060[via the OUSD(AT&L)DPAP/CPIC email address at osd.pentagon.ousd-atl.mbx.cpic@mail.mil].

* * * * *

PART 217—SPECIAL CONTRACTING METHODS

* * * * *

217.770  Procedures. * * *

	(a)  * * *

		(1)  * * *

		(2)  * * *

		(3)  Cost effectiveness (taking into account discounts and fees).  In order to ensure awareness of the total cost of fees associated with use of a non-DoD contract, follow the procedures at PGI 217.703(1)(iii)[770(a)(3)]; and

* * * * *

PART 219—SMALL BUSINESS PROGRAMS

* * * * *

219.201  General policy.

	(c)  * * *

* * * * *

		(10)  * * *

			(A)  * * *

			(B)  Making the review before issuance of the solicitation or contract modification and documenting it on DD Form 2579, Small Business Coordination Record [(see PGI 253.219-70 for instructions on completing the form)]; and

* * * * *

PART 225—FOREIGN ACQUISITION

* * * * *

225.370  Contracts requiring performance or delivery in a foreign country.

* * * * *

	(d)   For work performed in the U.S. Central Command area of responsibility, follow the procedures for theater business clearance/contract administration delegation instructions at PGI 225.370(c[d]).

PART 239—ACQUISITION OF INFORMATION TECHNOLOGY

* * * * *

239.7102-1  General.

	(a)  * * *

* * * * *

		(7)  DoD Directive 8570.01, Information Assurance Training, Certification, and Workforce Management[DoD Directive 8140.01, Cyberspace Workforce Management]; and

* * * * *


PART 252—SOLICITATION PROVISIONS AND CONTRACT CLAUSES

* * * * *

252.204-7012  Safeguarding Covered Defense Information and Cyber Incident Reporting.

* * * * *

SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING (AUG[SEP] 2015)

	(a)  * * *

	(b)  * * *

		(1) * * *

			(i)  * * *

			(ii)  For covered contractor information systems that are not part of an IT service of[or] system operated on behalf of the Government and therefore are not subject to the security requirement specified at paragraph (b)(1)(i) of this clause—

				(A)  The security requirements in National Institute of Standards and Technology (NIST) Special Publication (SP) 800-171, “Protecting Controlled Unclassified Information in Nonfederal Information Systems and Organizations,[”] http://dx.doi.org/10.6028/NIST.SP.800-171 that is in effect at the time the solicitation is issued or as authorized by the Contracting Officer; or

* * * * *

	(c)  * * *

		(1)  * * *

		(2)  * * *

		(3)  Medium assurance certificate requirement.  In order to report cyber incidents in accordance with this clause, the Contractor or subcontractor shall have or acquire a DoD-approved medium assurance certificate to report cyber incidents.  For information on obtaining a DoD-approved medium assurance certificate, see http://iase.disa.mil/pki/eca/certificate.html[http://iase.disa.mil/pki/eca/Pages/index.aspx].

* * * * *

	(i)  * * * 

(1)  * * *

(2)  * * *

		(3)  * * * 

		(4)  For national security purposes, including cyber situational awareness and defense purposes (including with Defense Industrial Base (DIB) participants in the program at 32[ ]CFR [part] 236); or

* * * * *

252.239-7009  Representation of Use of Cloud Computing.

* * * * *

REPRESENTATION OF USE OF CLOUD COMPUTING (AUG[SEP] 2015)

* * * * *

	(b)  The Offeror shall indicate by checking the appropriate blank in paragraph (b[c]) of this provision whether the use of cloud computing is anticipated under the resultant contract.

* * * * *
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