Enclosure 1

MSC EPIC Force Protection Submission Instructions

1. Submit personnel data via e-mail to the MSC Det. El Paso Intelligence Center (EPIC) in the format of the MSC EPIC Force Protection Crewlist Submission Template.
2. This submission shall be password protected in accordance with Privacy Act information requirements (5 U.S.C. 552a (as amended)).

3. Only one ship-associated EXCEL attachment per e-mail is permissible.  No locally prepared or altered templates will be accepted by EPIC.  The changing of fonts, cell criteria, or form format is not allowed.

4. The subject line of the original submission e-mail will include FOUO, PM3, first three letters of submitting party’s last name, ship name, date of request, and type of personnel being screened.  Examples are similar to:

FOUO/PRIVACY SENSITIVE/PM5/HUR/USNS SEAY-01JAN01/CREW.

5. Timely submission is critical to the success of this program.  The estimated earliest date that the individuals on the request will require access to the ship will be included in the request.  If the request is not sent four working days prior to the earliest date access will be required, the e-mail is to be marked as high importance and the reason for the late submission must be included in the body of the e-mail.  No other requests are to be marked as high importance.

6. When a program or requesting agency is submitting multiple requests, they should be submitted in priority order.  MSC Det. EPIC will process submissions in the order received, with the exception of those marked high priority, which will take precedence over all others.

7. EPIC will return all requests which are not in the proper format, or which do not contain the proper information, to the submitting program manager, and will ensure COMSC N34 and NCIS LNO are notified of all returned vetting requests.

8. MSC Det. EPIC will notify, via e-mail, Director of Force Protection for Military Sealift Command (COMSC N34) and the Naval Criminal Investigative Service (NCIS) LNO when one or more required databases could not be accessed while conducting checks.  Ensure this is documented on the coversheet of the screening package maintained at MSC Det. EPIC.

9. MSC Det. EPIC will ensure the original subject line of the e-mail request is kept intact when replying.  The only difference will be the addition of the EPIC Tracking Number.

10. MSC Det. EPIC will maintain an electronic copy of each e-mail containing an MSC EPIC FORCE PROTECTION CREWLIST SUBMISSION submitted for screening along with any other forms/reports required by EPIC policy.

11. MSC Det. EPIC will conduct vetting of all personnel through standard relevant EPIC law enforcement and counter-terrorism databases.
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