DEPARTMENT OF DEFENSE
6000 DEFENSE PENTAGON
WASHINGTON, DC 20301-6000

July 14, 2004

CHIEF INFORMATION OFFICER

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
CHAIRMAN OF THE JOINT CHIEFS OF STAFF
UNDER SECRETARIES OF DEFENSE
DIRECTOR, DEFENSE RESEARCH AND ENGINEERING
ASSISTANT SECRETARIES OF DEFENSE
GENERAL COUNSEL OF THE DEPARTMENT OF DEFENSE
INSPECTOR GENERAL OF THE DEPARTMENT OF DEFENSE
DIRECTOR OPERATIONAL TEST AND EVALUATION
ASSISTANTS TO THE SECRETARY OF DEFENSE
DIRECTOR, ADMINISTRATION AND MANAGEMENT
DIRECTOR, FORCE TRANSFORMATION
DIRECTOR, NET ASSESSMENT
DIRECTORS OF THE DEFENSE AGENCIES
DIRECTORS OF THE DOD FIELD ACTIVITIES

SUBJECT: Enterprise Information Environment Mission Area (EIEMA) Domain Owner
Designations

The DoD Chief Information Officer is responsible for providing for the enterprise
information environment as indicated in the Deputy Secretary of Defense memorandum,
“Information Technology Portfolio Management,” March 22, 2004. The EIE Mission Area
(EIEMA) portfolio enables the functions of the Warfi ghter, Business, and related National
Intelligence mission areas, and encompasses all communications, computing and core
enterprise service systems, equipment, and software that provides a common information
capability or service for enterprise use. EIEMA is the DoD portfolio of programs, projects
and systems that deliver and assure the enterprise information environment. As the lead for
the EIEMA, I am establishing four domain portfolios within the Mission Area and
designating the following Directors within the Office of the ASD(NII)/CIO, as domain
owners: :

EIEMA DOMAINS DOMAIN OWNERS
Communications Director, Wireless
Computing Infrastructure Director, Architecture and Interoperability
Core Enterprise Services Director, Information Management
Information Assurance Director, Information Assurance
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At a minimum, each EIEMA domain owner, is responsible to:

* Manage the domain portfolio by using the existing Joint Capabilities Integrated
and Development System, Acquisition and Planning, Programming, Budgeting,
and Execution processes

® Plan for the delivery, operation and maintenance of EIEMA capabilities through
the use of integrated architectures, robust engineering analyses, and transition
plans

® Support the establishment and operation of related Communities of Interest to
facilitate information sharing

To begin to prepare EIEMA for net-centric operations in support of the Warfj ghter,
Business, and related N ational Intelli gence Mission Areas, I am directing the EIEMA domain
owners to develop, document, and execute the domain processes to manage the domain
portfolio. The domain owners shal] establish and maintain a domain governance process that
is consistent with the Deputy Secretary’s Information Technology Portfolio Management
memorandum and ensures representation of Components and other appropriate bodies.

T'have designated Mr. Phil Minor as the EIEMA director to lead the EIEMA Steering
Group as chartered by the CIO Executive Board. Irequest that the EIEMA domain owners
coordinate their domain processes through the EIEMA Steering Group.

The Domain owners shall provide the proposed domain governance processes for review
by the CIO Executive Board, as advisors to the EIEMA, by September 30, 2004.
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Priscilla E. Géthrie
Deputy Assistant Secretary of Defense
(Deputy CIO)




