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Joint Medical Workstation saves time, money and lives. As more of the combatant commands assimilate this dynamic health care monitoring and tracking system, the easier it will be to detect trends and spikes in medical conditions.
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	Taking care of the troops during Operation Iraqi Freedom (OIF) has been easier than it was during the first Gulf War due, in part, to an application that enables medical personnel to analyze health trends among warfighters, according to Defense Deployment Health Support officials.

Dr. William Winkenwerder Jr., assistant secretary of defense for Health Affairs, told a Congressional panel on March 4, 2004, that the Joint Medical Workstation (JMeWS) was one of several technological innovations that provided surveillance of troop health to commanders, who could also use that data to catch unidentified illnesses quickly.

“These capabilities enable medical units to electronically capture and disseminate near real-time surveillance information to commanders,” Winkenwerder said. “Information provided includes in-theater medical data, environmental hazard identification and exposure data, and critical logistics data such as blood supply, hospital bed and equipment availability. TMIP [Theater Medical Information Program], through the joint medical workstation, links care in theater with the sustaining base using interoperable data collection tools. This system serves as the medical component of the Global Combat Support System.”

JMeWS is part of a family of applications that serve as the foundation for the TMIP. TMIP integrates medical information systems across the military services to provide a complete picture of overall warfighter health at any time and during any mission, according to documents provided by the Defense Information Systems Agency (DISA). TMIP, as a whole, addresses a wide range of needs across different areas, such as command and control, blood management, delivery of health care services, manpower and training, medical capabilities assessment, medical logistics, medical threat intelligence and patient evacuation.

Combatant Commands
U.S. Central Command, the combatant command in charge of troops in the Middle East, was the first to use JMeWS, in part due to concerns that mysterious Gulf War illnesses might afflict warfighters as with the first Gulf War. JMeWS, first introduced in January 2003, enables commanders and medical personnel to note trends and collect data on the health of servicemembers. The tool also provides information on medical treatment facilities, including their equipment, locations, personnel, supplies and stock of blood available. 

JMeWS fuses commercial off-the-shelf software with government off-the-shelf (GOTS) software to create a versatile tool. It can run in a client/server configuration or as a standalone program; it can run as a Web-based tool or as a non-Web application. JMeWS requires Microsoft Windows NT 4.0 or 2000 operating systems.

Last September, U.S. Pacific Command became the second combatant command to activate JMeWS. DoD officials in Korea first received a medical support team to determine installation plans for JMeWS in June 2003. Three months later, the application was operational in the form of two classified command and control systems.

Pacific Command uses both systems to track real health data, as well as training exercise data. Medical personnel flag the training exercise data so the system treats it differently from the real data, thus avoiding any confusion but enabling commanders to foresee the potential health impact of various battle plans. Contract personnel installed JMeWS in 18 sites in Korea and Japan, which began feeding data into a central system in October.

DoD has scheduled U.S. European Command to receive JMeWS next, with installation to occur sometime this year.

Improved Medical Response
JMeWS, in combination with other tools, has vastly improved the DoD’s ability to deliver care to sick or injured personnel, Winkenwerder told Congress. “Based on our current analysis, over 98 percent of those wounded have survived, and one-third returned to duty within 72 hours,” he said. “It is clear that far forward medical care, improved personal protection and operational risk management techniques continue to save lives. For Operation Iraqi Freedom, the rate of noncombat disease or injury is lower than in any previous U.S. conflict.”

Medical professionals can customize the workstation for rapid access to information they need to do their jobs. Users can display information in a variety of ways, including graphical charts and tables. Warfighters can even view information geographically, to see if trends point to any specific locations as the source of an illness. The maps can also lead the way to the closest medical treatment facilities in theater or the proper medical treatment facility for a particular illness or wound, said Anthony DeNicola, Deployment Health Support Directorate program manager of information, technology and security.

“With this Joint Medical Workstation, we are now able to provide a real-time medical snapshot of what is going on in a specific theater of operation down to the unit or joint task force level,” DeNicola said in a statement. “This information can then be used to locate, coordinate and provide the best care available to the servicemembers on the ground in a deployment situation.”

JMeWS stores the information in a classified environment, but it can be transmitted over the Non-Secure Internet Protocol Router Network (NIPRNET), the DoD general access network, or the Secret Internet Protocol Router Network, the department’s secret network.

The medical facilities equipped with JMeWS transmit a daily record of each patient that it treats to a central database. The system has the ability to collect and aggregate anonymous information if necessary. JMeWS includes data analysis tools that uncover trends in disease and non-battle injuries, as well as combat-related injuries, and allows doctors to dig deeper into individual patient records to see specifics.

Deployment Health Support reported that it saw respiratory complaints spike among warfighters engaged in OIF during sandstorms. When the sandstorms subsided, respiratory complaints dropped. Even information as simple as this enabled medical personnel to respond in an appropriate manner. JMeWS stores all information for future analysis so that researchers can revisit it at some point in the future to determine the origin of later illnesses or trends.

Origins of JMeWS
JMeWS is based largely on an application developed by the Science Applications International Corp. (SAIC), based in San Diego. SAIC developed an information-sharing program called KnowledgeBoard, which displays information from several different information sources and compares them to enable a command and control center to draw conclusions.

SAIC’s Center for Advanced Information Technology Group developed the KnowledgeBoard as an electronic whiteboard. It uses Java and XML to produce and display data throughout an enterprise network. KnowledgeBoard can display information from a wide range of commercial multi-media applications, according to SAIC.

KnowledgeBoard runs on any Java-enabled platform and comes with a developer’s kit for the construction of customized applications. KnowledgeBoard depends on an SAIC application program interface called Data Weasel to access a large variety of data sources and pull them together in the KnowledgeBoard framework.

Data Weasel can read information from a number of legacy applications, making it an ideal baseline for accessing many GOTS software packages that may otherwise be unable to communicate with other software packages. KnowledgeBoard organizes data into cells, which are customized by its users. Users can view data in several different ways by setting up different views within the KnowledgeBoard framework. KnowledgeBoard can display text, graphics, maps, video and web pages.

JMeWS is not the only military application based on this SAIC product. DARPA, Air Combat Command Center, DISA, the Defense Threat Reduction Agency and Chairman of the Joint Chiefs of Staff each use it for specific programs.

Accessing JMeWS
JMeWS is generally available to the armed services through its respective medical enterprise networks. The Navy and Marine Corps utilize the SNAP Automated Medical System; the Air Force uses the Global Expeditionary Medical System; and the Army uses Composite Health Care System II (CHCS II).

When Army forces in Europe requested access to the database, however, they encountered a problem, according to Lieutenant Colonel Thomas E. Yingst, TMIP program manager. CHCS II was not deployed in Europe, thus the Army currently has to rely upon a combination of CHCS II-Theater and the online JMeWS database until CHCS II is deployed worldwide.

Using the workaround, Army personnel can input patient encounters via CHCS II-T, which was designed for use in combat areas where medical personnel rely on laptops to remain mobile. CHCS II-T cannot read information from the Navy and Air Force systems, however. Army health care professionals can go online to the JMeWS Watchboard Web site at https://jmews.fhp.osd.mil/watchboard. The Web site is available via the NIPRNET from dot-mil domains only. 

Once any authorized military user accesses the Web site, he or she can search for data on individual patients by name or by date.


