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SECURITY EQUIPMENT INTEGRATION WORKING GROUP

Trusted Agency Agreement for SharePoint Access

Date:

*Requesting Agency:

*Requestor’'s Name: “Title:

Trusted Agency Agreement

The Requesting Agency hereby acknowledges:

1)

2)

3)

4)

The SEIWG is establishing a Trusted Agency Agreement with the Requesting Agency that is an Other
U.S. Federal Government Agency that it is seeking access to the SEIWG SharePoint website to obtain
SEIWG artifacts that are controlled for distribution
It’s the Requesting Agency’s responsibility to manage and control further distribution to its offerors,
contractors, or industry partners. The SEIWG will not manage or process individual requests for
access that are submitted by the Requesting Agency’s offerors, contractors, or industry partners
For any Foreign person, business or government requests, the Requesting Agency shall control
distribution in accordance with the following:
0 The International Traffic in Arms Regulations (ITAR) or the Requesting Agency’s equivalent
to the ITAR process shall be followed before SEIWG artifacts are released
o0 Ifthe ITAR process is approved, then only individual documents will be conveyed
o Under no circumstance will a Foreign National or Foreign Owned business be granted access to
the SEIWG SharePoint site
This agreement does not authorize the Requesting Agency to establish equivalent agreements to
further share SEIWG artifacts with other U.S. Federal Government Agencies

Requesting Agency

*Official Signatory and Title (printed) *Official Signatory (digital signature)

*Phone: *Email:

For SEIWG Use Only

SEIWG Chair (printed) SEIWG Chair (digital signature)

Rodney Rourk
SPAWARSYSCEN Atlantic
USMC Systems Engineering IPT

Phone: 843-218-4375 Email: Rodney.Rourk@navy.mil

* Required Information
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