MISSILE DEFENSE AGENCY (MDA)
15.3 Small Business Innovation Research (SBIR)
Proposal Submission Instructions


INTRODUCTION

The Missile Defense Agency's (MDA) mission is to develop and deploy a layered Ballistic Missile Defense System (BMDS) to defend the United States, its deployed forces, allies, and friends from ballistic missile attacks of all ranges in all phases of flight.  

The MDA Small Business Innovation Research (SBIR) Program is implemented, administrated, and managed by the MDA SBIR/STTR Program Management Office (PMO), located within Advanced Technology (DV).  Specific questions pertaining to the administration of the MDA SBIR Program should be submitted to:

Missile Defense Agency 
SBIR/STTR Program Office
MDA/DVR
Bldg 5224, Martin Road
Redstone Arsenal, AL 35898

Email:  sbirsttr@mda.mil
Phone:  256-955-2020

Proposals not conforming to the terms of this Solicitation will not be considered.  MDA reserves the right to limit awards under any topic, and only those proposals of superior scientific and technical quality will be funded.  Only Government personnel with active non-disclosure agreements will evaluate proposals.

Please read the entire DoD solicitation and MDA instructions carefully prior to submitting your proposal. Please go to https://www.sbir.gov/about/about-sbir#sbir-policy-directive to read the SBIR Policy Directive issued by the Small Business Administration.

Federally Funded Research and Development Centers (FFRDCs) and Support Contractors

The offeror's attention is directed to the fact that non-Government advisors to the Government may review and provide support in proposal evaluations during source selection.  Non-Government advisors may have access to the offeror's proposals, may be utilized to review proposals, and may provide comments and recommendations to the Government's decision makers.  These advisors will not establish final assessments of risk and will not rate or rank offeror's proposals.  They are also expressly prohibited from competing for MDA SBIR or STTR awards in the SBIR/STTR topics they review and/or on which they provide comments to the Government.

All advisors are required to comply with procurement integrity laws.  Non-Government technical consultants/experts will not have access to proposals that are labeled by their proposers as "Government Only."  Pursuant to FAR 9.505-4, the MDA contracts with these organizations include a clause which requires them to (1) protect the offerors’ information from unauthorized use or disclosure for as long as it remains proprietary and (2) refrain from using the information for any purpose other than that for which it was furnished.  In addition, MDA requires the employees of those support contractors that provide technical analysis to the SBIR/STTR Program to execute non-disclosure agreements.  These agreements will remain on file with the MDA SBIR/STTR PMO.

Non-Government advisors will be authorized access to only those portions of the proposal data and discussions that are necessary to enable them to perform their respective duties.  In accomplishing their duties related to the source selection process, employees of the aforementioned organizations may require access to proprietary information contained in the offerors' proposals.

OFFEROR SMALL BUSINESS ELIGIBILITY REQUIREMENTS

Each offeror must qualify as a small business at time of award per SBA’s regulations at 13 CFR 
121.701-121.705 and certify to this in the Cover Sheet section of the proposal.  Additionally, in accordance with the Small Business Administration’s (SBA) SBIR Program Policy Directive dated 24 February 2014 offerors must re-certify at certain points during the Phase I and Phase II period of performance to ensure that the awardee is in compliance with the program’s requirements.  

SBA Company Registry

Per the SBIR Policy Directive, all SBIR applicants are required to register their firm at SBA’s Company Registry prior to submitting an application.  Upon registering, each firm will receive a unique control ID to be used for submissions at any of the 11 participating agencies in the SBIR or STTR programs.  For more information, please visit the SBA’s Firm Registration Page:  http://www.sbir.gov/registration.

Performance Benchmark Requirements for Phase I Eligibility

MDA does not accept proposals from firms that are currently ineligible for Phase I awards as a result of failing to meet the benchmark rates at the last assessment.  Additional information on Benchmark Requirements can be found in the DoD Instructions of this solicitation.

ORGANIZATIONAL CONFLICTS OF INTEREST

[bookmark: _Toc340742149][bookmark: Conflicts_of_Interest4_5]Contract awards to firms owned by or employing current or previous Federal Government employees could create conflicts of interest for those employees which may be a violation of federal law.  Proposing firms should contact the MDA SBIR/STTR PMO for further guidance in this situation.

The basic rules are covered in FAR 9.5 as follow (the Contractor is responsible for compliance):

(1) the Contractor's objectivity and judgment are not biased because of its present or planned interests which relate to work under this contract;

(2) the Contractor does not obtain unfair competitive advantage by virtue of its access to non-public information regarding the Government's program plans and actual or anticipated resources; and

(3) the Contractor does not obtain unfair competitive advantage by virtue of its access to proprietary information belonging to others.

All other applicable rules under the FAR Section 9.5 apply to Contractors.




USE OF FOREIGN NATIONALS

See the “Foreign Nationals” section of the DoD program solicitation for the definition of a Foreign National (also known as Foreign Persons). 

ALL offerors proposing to use foreign nationals MUST disclose this information regardless of whether the topic is subject to export control restrictions.  Identify any foreign citizens or individuals holding dual citizenship expected to be involved on this project as a direct employee, subcontractor, or consultant.  For these individuals, please specify their country of origin, the type of visa or work permit under which they are performing and an explanation of their anticipated level of involvement on this project.  You may be asked to provide additional information during negotiations in order to verify the foreign citizen’s eligibility to participate on a SBIR contract.  Supplemental information provided in response to this paragraph will be protected in accordance with the Privacy Act (5 U.S.C. 552a), if applicable, and the Freedom of Information Act (5 U.S.C. 552(b)(6)).

Proposals submitted with a foreign national listed will be subject to security review during the contract negotiation process (if selected for award).  If the security review disqualifies a foreign national from participating in the proposed work, the contractor may propose a suitable replacement.  In the event a proposed foreign person is found ineligible to perform proposed work, the contracting officer will advise the offeror of any disqualifications but may not disclose the underlying rationale.

EXPORT CONTROL RESTRICTIONS
The technology within some MDA topics is restricted under export control regulations including the International Traffic in Arms Regulations (ITAR) and the Export Administration Regulations (EAR).  ITAR controls the export and import of listed defense-related material, technical data and services that provide the United States with a critical military advantage.  EAR controls military, dual-use and commercial items not listed on the United States Munitions List or any other export control lists.  EAR regulates export controlled items based on user, country, and purpose.  You must ensure that your firm complies with all applicable export control regulations.  Please refer to the following URLs for additional information: http://www.pmddtc.state.gov/regulations_laws/itar.html and http://www.bis.doc.gov/index.php. 

Proposals submitted to export control-restricted topics will be subject to security review during the contract negotiation process (if selected for award).  In the event a firm is found ineligible to perform proposed work, the contracting officer will advise the offeror of any disqualifications but may not disclose the underlying rationale.

CLAUSE H-08 PUBLIC RELEASE OF INFORMATION (Publication Approval)
Clause H-08 pertaining to the public release of information is incorporated into all MDA SBIR and STTR contracts and subcontracts without exception.  All materials which relate to work performed by the contractor under MDA SBIR and STTR contracts must be submitted to MDA for review and approval prior to release to the public.  Subcontractor public information materials must be submitted for approval through the prime contractor to MDA.

FRAUD, WASTE, AND ABUSE

To Report Fraud, Waste, or Abuse, Please Contact:
 

MDA Fraud, Waste & Abuse
Hotline: (256) 313-9699
MDAHotline@mda.mil 

DoD Inspector General (IG) Fraud, Waste & Abuse
Hotline: (800) 424-9098
hotline@dodig.mil 

Additional information on Fraud, Waste and Abuse may be found in the DoD Instructions of this solicitation; sections 3.6 and 4.19.

PROPOSAL FUNDAMENTALS

Proposal Submission
All proposals MUST be submitted online using the DoD SBIR/STTR submission system (https://sbir.defensebusiness.org).  Any questions pertaining to the DoD SBIR/STTR submission system should be directed to the DoD SBIR/STTR Help Desk:  1-800-348-0787.

Classified Proposals
Classified proposals are not accepted under the MDA SBIR/STTR Program.  Contractors currently working under a classified MDA SBIR/STTR contract must use the security classification guidance provided under that contract to verify new SBIR/STTR proposals are unclassified prior to submission.  Phase I contracts are not typically awarded for classified work.  However, in some instances, work being performed on Phase II proposals will require security clearances.  If a Phase II contract will require classified work, the proposing firm must have a facility clearance and appropriate personnel clearances in order to perform the classified work.  For more information on facility and personnel clearance procedures and requirements, please visit the Defense Security Service Web site at: http://www.dss.mil/index.html. 

Communication
All communication from the MDA SBIR/STTR PMO will originate from the sbirsttr@mda.mil email address.  Please white-list this address in your company’s spam filters to ensure timely receipt of communications from our office.  

Proposal Status
The MDA SBIR/STTR PMO will distribute selection and non-selection email notices to all firms who submit a MDA SBIR/STTR proposal.  The email will be distributed to the “Corporate Official” and “Principal Investigator” listed on the proposal coversheet.  MDA cannot be responsible for notification to a company that provides incorrect information or changes such information after proposal submission.

Debriefing
MDA offers debriefings to unsuccessful offerors in accordance with Federal Acquisition Regulation (FAR) Subpart 15.5.  Requests for debriefing must be submitted in writing to the MDA SBIR/STTR PMO within 30 calendar days of non-selection notification.  Non-selection notifications will provide instructions for requesting a proposal debriefing.

Discretionary Technical Assistance (DTA)
Section 9(b) of the SBIR and STTR Policy Directives allows agencies to enter into agreements with vendors to provide technical assistance to SBIR or STTR awardees, which may include access to a network of scientists and engineers engaged in a wide range of technologies or access to technical and business literature available through on-line data bases. 

The purpose of this technical assistance is to assist SBIR awardees in: 
•	Making better technical decisions on SBIR projects;
•	Solving technical problems that arise during SBIR projects;
•	Minimizing technical risks associated with SBIR projects; and
•	Commercializing the SBIR product or process.

MDA permits award recipients to obtain technical assistance in accordance with the SBIR and STTR Policy Directives through MDA.  Alternatively, an SBIR or STTR firm may acquire the technical assistance services described above on its own.  Firms must request this authority from MDA and demonstrate in its SBIR or STTR proposal that the individual or entity selected can provide the specific technical services needed.  In addition, costs must be included in the cost volume of the offeror’s proposal.  The DTA provider may not be the requesting firm, an affiliate of the requesting firm, an investor of the requesting firm, or a subcontractor or consultant of the requesting firm otherwise required as part of the paid portion of the research effort (e.g. research partner or research institution). 
 
If the awardee demonstrates this requirement sufficiently, MDA will permit the awardee to acquire such technical assistance itself, in an amount up to $5,000 per year, as an allowable cost of the SBIR or STTR award.  The per year amount will be in addition to the award and is not subject to any profit or fee by the requesting firm and is inclusive of all indirect rates.  The per-year amount is based on the original contract period of performance and does not apply to period of performance extensions.  Requests for DTA funding outside of the Phase I or Phase II proposal submission will not be considered.

PHASE I PROPOSAL GUIDELINES

The DoD SBIR/STTR Proposal Submission system (available at https://sbir.defensebusiness.org) will lead you through the preparation and submission of your proposal.  Read the front section of the DoD solicitation for detailed instructions on proposal format and program requirements.  Proposals not conforming to the terms of this solicitation will not be considered. 

	MAXIMUM PHASE I PAGE LIMIT FOR MDA IS 20 PAGES



Any pages submitted beyond the 20-page limit within the Technical Volume (Volume 2) will not be evaluated.  Your Proposal Cover Sheet (Volume 1), Cost Volume (Volume 3), and Company Commercialization Report (Volume 4) DO NOT count toward your maximum page limit.  

Phase I Proposal

A complete Phase I proposal consists of four volumes: 
 	Volume 1: Proposal Cover Sheet 
 	Volume 2: Technical Volume
 	Volume 3: Cost Volume
Volume 4: Company Commercialization Report

MDA intends for the Phase I effort to determine the merit and technical feasibility of the concept.  The contract period of performance for Phase I shall be six (6) months and the award shall not exceed $100,000.  A Phase I Option may be submitted with a period of performance of 6 months and an amount not to exceed $40,000.  A list of topics currently eligible for proposal submission is included below, followed by full topic descriptions.  These are the only topics for which proposals will be accepted at this time. 

References to Hardware, Computer Software, or Technical Data
In accordance with the SBIR Directive, SBIR contracts are to conduct feasibility-related experimental or theoretical R/R&D related to described agency requirements.  The object of the Phase I is to determine the scientific and technical merit and feasibility of the proposed effort and quality of performance of the Small Business Concern.  It is not for formal end-item contract delivery, and ownership by the Government of your hardware, computer software, or technical data.

Based on this, in your technical proposal, do not use the term "Deliverables" when referring to your hardware, computer software, or technical data.  Instead use the term:  “Products for Government Testing, Evaluation, and/or Demonstration.” 

The standard formal deliverables for a Phase I are the Report of Invention and Disclosure, Midterm Status Report, Certificates of Compliance, Computer Software Product (normally not applicable for a Phase I), Prototype Design and Operation Document (normally not applicable for a Phase I), and the Final Report.


PHASE I PROPOSAL SUBMISSION CHECKLIST

All of the following criteria must be met or your proposal will be REJECTED.

____1. The following have been submitted electronically through the DoD submission site by 6:00 a.m. (EDT) 28 October 2015.

_____ a. Volume 1:  DoD Proposal Cover Sheet

_____ b. Volume 2:  Technical Volume (DOES NOT EXCEED 20 PAGES):  Any pages submitted beyond this will not be evaluated.  Your Proposal Cover Sheet, Cost Volume, and Company Commercialization Report DO NOT count toward your maximum page limit.

_____ c.  If proposing to use foreign nationals; identify the foreign national(s) you expect to be involved on this project, the type of visa or work permit under which they are performing, country of origin and level of involvement.  

_____ d. Volume 3:  Cost Volume.  (Online Cost Volume form is REQUIRED by MDA) 

_____ e. Volume 4:  Company Commercialization Report.  (required even if your firm has no prior SBIR/STTR awards).

____2. The Phase I proposed cost plus option does not exceed $140,000.

____3. Your firm must be registered with SBA’s Company Registry.

PHASE I OPTION MUST BE INCLUDED AS PART OF PHASE I PROPOSAL

MDA implements the use of a Phase I Option that may be exercised at MDA’s sole discretion to fund interim Phase I activities while a Phase II contract is being negotiated.  Only Phase I efforts selected for Phase II awards through MDA’s competitive process will be eligible to have the Phase I Option exercised.  The Phase I Option, which must be included as part of the Phase I proposal, should cover activities over a period of up to six months and describe appropriate initial Phase II activities that may lead to the successful demonstration of a product or technology.  The Phase I Option must be included within the 20-page limit for the Phase I proposal.

Proposal titles, abstracts, anticipated benefits, and keywords of proposals that are selected for contract award will undergo an MDA Policy and Security Review.  Proposal titles, abstracts, anticipated benefits, and keywords are subject to revision and/or redaction by MDA.  Final approved versions of proposal titles, abstracts, anticipated benefits, and keywords will appear on the DoD SBIR/STTR awards website (https://sbir.defensebusiness.org).

MDA PROPOSAL EVALUATIONS

MDA will evaluate and select Phase I and Phase II proposals using scientific review criteria based upon technical merit and other criteria as discussed in this solicitation document.  MDA reserves the right to award none, one, or more than one contract under any topic.  MDA is not responsible for any money expended by the proposer before award of any contract.  Due to limited funding, MDA reserves the right to limit awards under any topic and only proposals considered to be of superior quality will be funded.   

MDA Phase I and Phase II proposals will be evaluated based on the criteria outlined below, including potential benefit to the Ballistic Missile Defense System (BMDS).  Selections will be based on best value to the Government considering the following factors which are listed in descending order of importance:

a) The soundness, technical merit, and innovation of the proposed approach and its incremental progress toward topic or subtopic solution.
b) The qualifications of the proposed principal/key investigators, supporting staff, and consultants. Qualifications include not only the ability to perform the research and development but also the ability to commercialize the results.
c) The potential for commercial (Government or private sector) application and the benefits expected to accrue from this commercialization.

In Phase I and Phase II, firms with a Commercialization Achievement Index (CAI) at or below the 20th percentile will be penalized in accordance with the DoD program solicitation.  

Please note that potential benefit to the BMDS will be considered throughout all the evaluation criteria and in the best value trade-off analysis.  When combined, the stated evaluation criteria are significantly more important than cost or price.  

It cannot be assumed that reviewers are acquainted with the firm or key individuals or any referenced experiments.  Technical reviewers will base their conclusions on information contained in the proposal.  Relevant supporting data such as journal articles, literature, including Government publications, etc., should be contained in the proposal and will count toward the applicable page limit.

Qualified advocacy letter(s) will count towards the proposal page limit and will be evaluated towards criterion C.  Advocacy letters are not required for Phase I or Phase II.   

A qualified advocacy letter is from a relevant commercial or Government Agency procuring organization(s) working with MDA, articulating their pull for the technology (i.e., what BMDS need(s) the technology supports and why it is important to fund it), and possible commitment to provide additional funding and/or insert the technology in their acquisition/sustainment program.  This letter should be included as the last page(s) of your technical upload.  Advocacy letter(s) which are faxed or e-mailed separately will NOT be considered.

Phase II Proposal Submission

Per DoD SBIR Phase II Proposal guidance, all Phase I awardees from the 15.3 Phase I solicitation will be permitted to submit a Phase II proposal for evaluation and potential award selection.  Details on the due date, content, and submission requirements of the Phase II proposal will be provided by the MDA SBIR/STTR Program Management Office either in the Phase I award contract or by subsequent notification.  Only firms who receive a Phase I award resulting from the 15.3 solicitation may submit a Phase II proposal.  The one and only time that Phase II proposals based on the 15.3 Phase I awards may be submitted is during this 15.3 Phase II solicitation window.
  
MDA will evaluate and select Phase II proposals using the Phase II evaluation criteria listed in the DoD Program Solicitation.  While funding must be based upon the results of work performed under a Phase I award and the scientific and technical merit, feasibility and commercial potential of the Phase II proposal; Phase I final reports will not be reviewed as part of the Phase II evaluation process.  The Phase II proposal should include a concise summary of the Phase I effort including the specific technical problem or opportunity addressed and its importance, the objective of the Phase I effort, the type of research conducted, findings or results of this research, and technical feasibility of the proposed technology.  Due to limited funding, MDA reserves the right to limit awards under any topic and only proposals considered to be of superior quality will be funded.  MDA does NOT participate in the DoD Fast Track program.

All Phase II awardees must have a Defense Contract Audit Agency (DCAA) approved accounting system.  It is strongly urged that an approved accounting system be in place prior to the MDA Phase II award timeframe.  If you do not have a DCAA approved accounting system, this will delay/prevent Phase II contract award.
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MDA SBIR 15.3 Topic Index by Research Area
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MDA SBIR 15.3 Topic Descriptions


	MDA15-007
	TITLE: Open Framework Planner with Embedded Training



TECHNOLOGY AREA(S): Human Systems

OBJECTIVE: Design an open, modular framework for a missile defense planner such that a training system can be embedded in it, allowing for underlying components to be rapidly inserted (e.g. mapping engines and visualization tools).

DESCRIPTION: The goal of this topic is to investigate and demonstrate the feasibility and utility of building an integrated command and control (C2) planning and training system.  While this effort is intended to focus on missile defense (C2), the system must be designed and developed with the intent of expanding to address integrated air and missile defense.

Typically, battle management planners and training systems are separate products; however, both have sub-systems that perform nearly identical functions, to include modeling of current threats and blue force capabilities, visualization and mapping, scenario generation, and scenario execution with record-and-playback capabilities.  The unique capabilities for a missile defense battle management planner include defense-design creation and effectiveness analysis while distinctive training system capabilities include truth and instructor displays, red cell controls (during scenario execution), and white cell controls (e.g. script or change blue force failures, degraded performance, and shot doctrine).  However, even these unique planner and trainer capabilities would add value to each other in an integrated system.

The desire is for an open, modular, flexible, and adaptable missile defense planner which abstracts the component functionality (including the visualization and mapping engine processes) to facilitate rapid insertion of higher fidelity or quality services.  This framework should include a training path which allows for the current planner (at any release) to be used for training and must be consistent with the underlying integrated missile defense planner.  It should accommodate new plug-ins for blue force lay downs and red force threats.  The framework should also safely separate training from real-time access.

This effort should incorporate innovative methods of product architectural design in order to facilitate the latest data sharing methodologies.  This topic is not soliciting visualization.  Mapping engines/products already exist and are not a part of this effort.

PHASE I: Develop and demonstrate a missile defense planner architectural framework that allows dynamic instantiation of system components and or capabilities, as well as providing simple low-bandwidth methods of data sharing between processes.  Demonstrate how this architecture could be used to simplify the evolution of missile defense product development life cycles while not restricting future enhancements.

PHASE II: Refine and update concept(s) based on Phase I results and demonstrate the technology in a realistic missile defense environment using government provided visualization and mapping engines. Demonstrate the technology’s ability to interoperate with the current missile defense battle management planning and training environments.

PHASE III DUAL USE APPLICATIONS: Demonstrate the new technologies via operation as part of a complete missile defense system or operation in a system-level test bed to allow for testing and evaluation in realistic scenarios. Transition technologies developed under this solicitation to relevant missile defense elements directly or through vendors.

Commercialization:  The contractor will pursue commercialization of the various technologies and optimization components developed in Phase II for potential commercial and military uses in many areas such as disaster planning/training.

REFERENCES:
1.  D. Miles.  June 01, 2011.  “Army Chief Discusses Future of Training.”  Retrieved from http://www.defense.gov/news/newsarticle.aspx?id=64141.

2.  Joint Publication 3-01.  March 23, 2012.  “Countering Air and Missile Threats.”  Retrieved from http://www.defenseinnovationmarketplace.mil/resources/JointDoctrine-CounteringAirandMissileThreats.pdf.

3.  Joint Publication 5-0.  August 11, 2011.  “Joint Operation Planning.”  Retrieved from http://www.dtic.mil/doctrine/new_pubs/jp5_0.pdf.

4.  Missile Defense Agency.  May, 2009.  Missile Defense Agency (MDA) Exhibit R-2 RDT&E Budget Item Justification.  Retrieved from http://comptroller.defense.gov/defbudget/fy2010/budget_justification/pdfs/03_RDT_and_E/Vol_2_MDA/PE-0603896C-C2BMC.pdf.

KEYWORDS: Defense Planning, Architecture, Data Sharing Methodologies



	MDA15-009
	TITLE: Irrefutable Tamper Evidence



TECHNOLOGY AREA(S): Sensors, Weapons

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Develop approaches and technologies that enable irrefutable and unalterable logging and maintaining of tamper events of commercial off-the-shelf (COTS)-based critical technology solutions without utilization of write-once memory.

DESCRIPTION: The proposed research and development project will provide a way to increase confidence levels to determine whether the detected event, in fact, was an infiltration.  The application is for systems that do not have write-once memory and its processing capabilities.  This irrefutable evidence should not compromise the systems functionality.  This topic is not seeking solutions that use tamper-evident labels or security seals.  Though the particular solution may be tailored for individual applications, the concept and methodology of the solution should be applicable to various COTS and military hardware.  Preferred solutions should work without introducing additional performance risks or costs to the weapon platform and its mission.  Additionally, focus on minimal impact to system availability and maintainability.

PHASE I: Research and develop methodologies for proof-of-concept on a representative system that has multiple protections other than this irrefutable evidence of event detection technology.  The purpose should be to demonstrate the feasibility, uniqueness, and robustness of the protection that the proposed technology will offer.  Estimate the performance impact.

PHASE II: Based on the Phase I research; develop, demonstrate and validate a prototype of the developed methodologies or techniques on a representative weapon platform.  Conduct an analysis to evaluate the ability of the technology’s functional effectiveness in a real-world situation.  The contractor should also identify any anticipated commercial benefit or application opportunities of the innovation.

PHASE III DUAL USE APPLICATIONS: Integrate the developed technology into a system application, for a system level test-bed.  This phase will demonstrate the application to one or more military systems, subsystems, or components — as well as the product’s utility against industrial espionage.  Conduct an analysis to evaluate the performance of the technology/technique in a real-world situation.  For transition, consider a partnership with a current or potential supplier of missile defense systems, subsystems, or components.

Commercialization:  The proposals should show how the innovation can benefit commercial business or that the innovation has benefits to both commercial and defense applications.  The projected benefits of the innovation to commercial applications should be clear, whether they improve security, reduce cost, or improve the producibility or performance of products that utilize the innovative technology.

REFERENCES:
1.  General resources on Department of Defense Anti-Tamper: https://at.dod.mil.

2. General resources on tamper-evident technology: http://en.wikipedia.org/wiki/Tamper-evident_technology.

3. Scott A. Crosby and Dan S. Wallach.  2009.  “Proceedings of the 18th conference on USENIX security symposium” - Efficient data structures for tamper-evident logging, http://dl.acm.org/citation.cfm?id=1855768&picked=prox&cfid=607596521&cftoken=29246816.

KEYWORDS: Technology Protection, IP Protection, Tamper Evidence, Forensic Investigation



	MDA15-011
	TITLE: Self-Building/Establishing Networks



TECHNOLOGY AREA(S): Information Systems

OBJECTIVE: Develop and implement an innovative hardware and/or software solution that, in response to user or system command, can detect and identify electronic network (wired and/or wireless) infrastructure components, employ state of the art methods and technologies to automatically or under human-in-the-loop control configure the network components, and test/monitor the viability of the components to satisfy a predefined network architecture definition.

DESCRIPTION: The missile defense modeling and simulation mission and test infrastructure may benefit from the development of a self-establishing network capability.  Such a capability will enable the autonomous establishment and maintenance of network connections by a primary network control node between remote components of a simulation or test according to a pre-defined network architecture.

The capability developed under this topic should incorporate innovative networking technologies to create a new autonomous networking capability. While other networking capabilities such as the Self-Organizing Networks (SONs) used in modern ad-hoc mobile and sensor networks  utilize some autonomous connectivity and configuration capabilities, which may be leveraged in the development of this research, this topic differs in that the networking capability designed will create networks which will be established from a single control node with architectures that are defined by the user at the time of build, may be unique from build to build, may be re-defined and re-built according to user specifications, and which conform to DoD Cyber Security protocols.  These requirements necessitate an entirely new capability which will require new research to develop and implement.

The research performed under this topic will identify the external network nodes that can be exploited to expand the network to meet the architecture topology.  The network control node initiates control commands to configure the external nodes to meet the specified architecture parameter definitions.  The control node also autonomously monitors the network and rebuilds or reconfigures the network when sub-components no longer meet the architecture parameter definitions or when desired changes to existing network architectures are specified by the user, and provides reports on the health and status of the network.  Additionally, it provides for user oversight, management, intervention, and override of autonomous networking operations at all stages to ensure user control of autonomous networking and security activities.  Upon completion of the network expansion and configuration, the control node then provides results of the network build and compliance with the architecture definitions.

PHASE I: Develop a design product which will present a notional architecture to be pursued in creating a hardware and/or software solution providing a self-establishing network capability which conforms to the user-specified network architecture and security constraint.  The design will capture the key areas where new development is needed, suggest appropriate methods and technologies to realize the design based on the research performed, and incorporate new technologies researched during design development.  Develop a plan for verification and validation (V&V) of the design once built.

The results of this phase will provide recommendations for what is needed to fully meet the architectural definition described above and identify where gaps exist.  The proposed network design will also comply with DoD Cyber Security protocols, ensuring that network connections are only formed between authorized nodes at the same level of information security, that those connections pass data securely, and that tools are in place for the autonomous detection and mitigation of security breaches.

PHASE II: Using the design developed in Phase I, produce a small-scale prototype self-establishing network capability which can be used for test & evaluation of the basic networking and cyber security components of the design and identify areas where new development is needed.  Develop new hardware and/or software technologies to support the prototype design proposed in Phase I.  Perform V&V of the prototype according to the plan developed in Phase I to ensure that the priority objectives are adequately met.  This prototype work will be used to inform the development and implementation of a mature, full-scale capability in Phase III.

PHASE III DUAL USE APPLICATIONS: Scale-up the self-establishing network capability from the prototype utilizing the new hardware and/or software technologies developed in Phase II into a mature, fieldable capability. Develop an interface to provide the user with reports of the completeness of network builds and compliance with the user-defined network architecture and cyber security protocols, and facilitate user oversight, management, intervention, and override of the system when necessary.  Deploy the fully tested, verified, and validated capability.

The contractor will commercialize the Phase III hardware and/or software, enabling an autonomous establishment or re-configuration of a wired and/or wireless network in accordance with a user-defined network architecture and adhering to user-defined network and cyber security preferences and/or protocols (desired security options may be selectable by the commercial user).  Such autonomously configured networks will adhere to and provide for user oversight, management, intervention, and override of autonomous networking operations at all stages of operation.  This innovative technology will support increased speed and ease of secure network building and management in the private sector as well as secure business system integration.

Commercialization:  This innovation technology for the autonomous establishment of secure networks has clear application beyond the scope of DoD systems.  This technology can be applied to modems, routers, switches, hubs, protocol standards, ISO standards, IEEE standards, etc.

REFERENCES:
1. Sengul Cigdem, Aline Carneiro Viana, and Artur Ziviani. 2012.  "A survey of adaptive services to cope with dynamics in wireless self-organizing networks." ACM Computing Surveys (CSUR) 44.4: 23. https://radar.brookes.ac.uk/radar/file/36e91d15-6724-e0dd-cef8-da4bb6f125c3/1/SurveyonAdaptiveServices.pdf.
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3. D. Pace.  February 2004.  “Modeling and Simulation Verification and Validation Challenges.” Johns Hopkins APL Technical Digest, Volume 25.  Retrieved from http://techdigest.jhuapl.edu/TD/td2502/Pace.pdf.
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	MDA15-012
	TITLE: Inline Threat Generation for Modeling and Simulation



TECHNOLOGY AREA(S): Information Systems

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Elicit new and innovative approaches to perform inline threat generation (ITG) in a constructive digital simulation, without having to pre-generate the threat data, in order to stimulate modeling and simulation (M&S) used for missile defense performance assessment.

DESCRIPTION: High-fidelity, constructive digital simulations are used to assess the performance of missile defense at the element and system level.  Pre-scripted input files consisting of high-fidelity data that effectively portray the kinematics, signatures and lethality-related traits of red force missiles in a “truth” sense, stimulate various models so that the truth inputs are appropriately “perceived” by the missile defense element models and simulations during simulation runtime.  There are currently no processes, tools, or software that can generate the necessary detailed high resolution truth data “inline” during runtime of a constructive digital simulation.

New innovative technologies are needed that will enable ITG in these high-fidelity constructive simulations.  This innovative capability would enhance the credibility of simulations in the M&S Enterprise, shorten integration time (enabling efficiency gains and reducing event schedules), produce greater quantities of quality, credible decision quality data, and expand the envelope of behaviors assessed via M&S by allowing red forces to react and change "inline" based on what is occurring on the simulation “gameboard” during runtime.  If successful, the approaches developed under this effort could be applied to the problem of producing similar truth data for blue force interceptor flyouts.

Input data considerations:  The ITG capability should be able to take as inputs the minimal set of parameters and inputs that are currently used for offline, pre-scripted threat generation tools, as well as any parameters that may be required for simulated responsive behavior of the threat object that could not have been predicted priori.  This input data would include both “scenario independent” missile and signature characterization/data from the Intel community and other threat authorities, as well as “scenario specific” parameters about any and all particular missile flyouts in any given scenario.

Runtime considerations:  The slower a simulations runs, the less the assessment data that is available.  The inline threat approach being investigated here would presumably shift the time investment of threat data production from "pre-execution" to "in-execution".  The end-state desire would be that, when rolled up, this shift in where and when threat data is generated would be a net positive in terms of impacts to simulation employment timelines, as compared to the legacy, pre-scripted approach.  In other words, we do not want inline threat generation to so “bog down” the runtime performance of the overall simulation that, in the end, the simulation employment timeline would have been better off to have stayed with pre-scripted threats.  To that end, also note that the use of the word "inline" does not mean that leveraging of already pre-existing threat data, at least as a point of departure during runtime, for example, is necessarily prohibited.

V&V considerations:  “Offline” threat tools and their outputs are rigorously validated and verified as “standalone” modeling software and are used to create pre-scripted threat data.  Information provided by the appropriate authorities in the Intel and threat communities validate these missile models and corresponding signatures.   An inline threat capability needs to adopt and apply the same rigor and processes that the credibility of threat data created by ITG is similarly unimpeachable.  It may seem obvious or a truism to say that software tools should be verified and validated; however, it is highlighted here as a special concern and emphasis area for the use of M&S for performance assessment.

PHASE I: Develop a proof-of concept prototype/demonstration of the ITG approach, including a simulation conceptual model and top-level architecture of how a high-resolution ITG capability would be integrated into a system-of-systems simulation comparable or traceable to a simulation.  Demonstrate approaches to verification and validation of the ITG.  Proof-of-concept for this phase may be related to unclassified surrogate red force and blue force models or other systems, or options for a stand-in for the overarching simulation could be provided GFE.  The Phase I effort could be appropriately scoped to an initial subset of inline threat data production demonstration versus the entire threat data package.  Provide an initial CONOPS for V&V of the inline threat tool.  Demonstrate initial capability for truth interaction of threat data creation, i.e. modification or creation of threat data during runtime in reaction to truth data that emerges on the runtime "gameboard", in a way that could not have been pre-scripted and was not explicitly part of the user input parameters.

PHASE II: Using the conceptual model and insights gained from the Phase I prototype, develop a working ITG, encompassing a capability to generate inline all types and amounts of threat data currently developed today for performance assessment simulation.  Major emphasis of Phase II would then be on a rigorous V&V demonstration and benchmarking against an analogous legacy set of threat generation capabilities.

PHASE III DUAL USE APPLICATIONS: Deploy working ITG capability within missile defense applications.  Develop operational interfaces with existing simulation tool sets.  Update the ITG to keep pace with adversary data and threat models needed for current-day simulation efforts.  Support all activities for endorsement/accreditation of the ITG capability leading to accreditation by the appropriate authorities.  Ensure that design encompasses modularity (i.e. upgradeability) and usability, such that keeping pace with operational threat changes does not entail massive ITG development efforts and code changes, but rather input parameter changes, with documentation via conceptual model, specifications and user instruction, per M&S development best practices.  Investigate expansion of ITG capability to also encompass blue force interceptor truth data generation.

Commercialization:  The technology developed here could tie into commercial opportunities related to high-speed computing as related to simulation of complex systems-of-systems.

REFERENCES:
1. Missile Defense Agency.  Undated.  Trajectory Generator External (TGx) product factsheet.
Retrieved from http://www.mda.mil/global/documents/pdf/TGxProductSheet2012.pdf.

2. Analytical Graphics, Inc.  Undated.  AGI Missile Modeling Tools product factsheet.  Retrieved from http://www.agi.com/downloads/products/product-literature/mmt_flyer.pdf.

3. Robinson.  April 2010.  "Conceptual Modeling: Who Needs It?"  SCS M&S Magazine.
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	MDA15-013
	TITLE: Innovative Ways to Shorten System Level Simulation Integration Time



TECHNOLOGY AREA(S): Information Systems

OBJECTIVE: Provide the government with a set of capabilities that significantly reduces the time and effort associated with integrating complex system simulations.

DESCRIPTION: As missile defense simulations become more complex, integration efforts also become increasingly more complex, resulting in significantly increased software integration times.  Further increased software complexities are present within a distributed simulation enterprise.  Missile defense simulations would benefit from new and innovative advances in technology and processes in order to shorten system-level-simulation integration time.

The capabilities developed under this topic should incorporate innovative software development technologies to create a robust set of enterprise-level tools and techniques to overcome system-level integration challenges.  While traditional software and hardware development technologies focus on integration challenges within one team or sets of teams, this topic seeks to address the challenges associated with multi-organizational, enterprise-wide sets of system integration challenges.  These requirements necessitate an entirely new way of accomplishing system level integration of simulations.  To accomplish this, new research in enterprise level integration solutions are required.

Research and technology focus areas include:
•	Methods to shorten integration time by identifying and mitigating integration bottlenecks
•	Increasing software development efficiencies associated with complex system integrations
•	Increasing effectiveness of cross-organizational simulation development and integration

PHASE I: Develop a design and a concept of operations. The design will capture the key areas where new development is needed, suggest appropriate methods and technologies to realize the design based on the research performed, and incorporate new technologies researched during design development.  The contractor should identify the strengths/weaknesses associated with different solutions, methods and concepts.

PHASE II: Based upon the findings from Phase I, the contractor will complete a detailed prototype design incorporating government performance requirements.  The contractor will coordinate with the government during prototype design and development to ensure that the delivered products will be relevant to ongoing and planned missile defense projects.  This prototype design will be used to form the development and implementation of a mature, full-scale capability in Phase III.

PHASE III DUAL USE APPLICATIONS: Scale-up the capability from the prototype utilizing the new hardware and/or software technologies developed in Phase II into a mature, fieldable capability.  Deploy the fully tested, verified, and validated missile defense capability.

Commercialization:  The proposals should show how the innovation has benefits to both commercial and defense applications.  The projected benefits of the innovation should be clear, whether they improve development time, reduce cost, or improve the producibility or performance of products that utilize the innovative technology.  This technology could be leveraged in industries where increasingly complex systems are built and tested in a distributed fashion.  Examples include automotive industries, NASA, and other aerospace industries.

REFERENCES:
1. Teldyne Brown Engineering.  Undated.  “Objective Simulation Framework.”  Retrieved from https://www.tbe.com/missionsystems/objective-simulation-framework-osf.

2. Missile Defense Agency. Undated.  Detailed information and Fact Sheets about MDA and the BMDS.  Retrieved from http://www.mda.mil.

3. Wikipedia.  Undated.  “Test Automation.”  Retrieved from http://en.wikipedia.org/wiki/test_automation.
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	MDA15-015
	TITLE: High Power Fiber Laser Tap Couplers for Phase and Polarization Control



TECHNOLOGY AREA(S): Weapons

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Develop innovative, bi-directional fiber laser/amplifier output tap couplers for use in high power fiber laser weapon systems, extending the efficiency, reliability and power handling beyond 1kW per channel.

DESCRIPTION: High energy lasers are required for a number of military applications including long range sensing, target designation and illumination and missile defense.  Electric lasers are considered the laser of choice in the long-term since the energy supply is rechargeable and clean.  The preferred type of electric laser is the semiconductor diode-pumped fiber laser or amplifier, which integrates well with other sensors and electro-optic elements in an aerospace environment.  This topic seeks proposals for demonstration of concepts and hardware which would enable high-brightness, high-power scaling of fiber lasers/amplifiers.

High power fiber optic tap couplers are needed to monitor and control optical amplifier output power, phase, path-length and polarization of double clad gain fibers in all-fiber optical amplifier configurations.  For non-polarization maintaining gain fiber operated in a linearly polarized output architecture, it is necessary to pick-off a small amount of amplified output signal for feedback to a control loop that can adjust the input polarization state to yield a linearly polarized output state.   High power capable fiber optic tap couplers are required for the development and maturation of co-directional and counter-directional pumped all-fiber architectures to increase ruggedness and reliability for combined power scaling.  The ideal tap coupler minimizes loss for the throughput signal for efficiency and power handling capability while picking-off a small amount of signal for closed loop control of polarization, phase and path length matching for coherent beam combining.

Spectrally combined fiber amplifier systems do not require phase and path length matching but do require linearly polarized output for efficient beam combining.  High power capable fiber tap couplers compatible with large mode area double clad fibers, polarization maintaining, and non- polarization maintaining fibers are needed.  Additionally, tap couplers for photonic crystal fibers and photonic band gap are needed.  Fiber tap coupler designs are targeted for lasing of Ytterbium ~1064nm and Thulium ~2000nm.  Optical efficiency of the tap coupler, power handling and bi-directionality will be used as metrics for all phases.

PHASE I: Deliver a design for a kilowatt capable fiber optic tap coupler and packaging for large mode area Ytterbium and Thulium doped double clad fiber.  Criteria for the design includes, bi-directional power handling capability, polarization, phase and path length pick-off with robust packaging.  Designs compatible with photonic crystal and photonic band gap gain fibers are also sought.

PHASE II: Based on Phase I designs and models; build, test, and demonstrate multi-kW capable bi-directional prototype fiber optic tap couplers and conduct in-depth characterization of hardware to show a maturity of technology toward potential commercial and military applications.  Deliver packaged devices to solicitor designated government labs for high power evaluation.

PHASE III DUAL USE APPLICATIONS: Demonstrate multi-kW capable bi-directional prototype fiber optic tap couplers packaged for insertion into militarily relevant fiber laser weapons systems.  Team with missile defense integrators to demonstrate maturity and technical readiness in military environments.

Commercialization:  High power handling optical fiber tap couplers enable fabrication of compact and reliable fiber laser technologies for immediate insertion into military systems.  Industrial commercial applications include materials marking, cutting and welding for a wide array of automated manufacturing.  In a rapidly emerging medical application, tattoo removal is also an area where all-fiber optical power monitoring and control is needed.

REFERENCES:
1. F. Gonthier.  2005.  "All-Fiber Pump Coupling Techniques for Double-Clad Fiber Amplifiers." Lasers and Electro-Optics Europe. CLEO/Europe: 2005 Conference: 716-716.
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	MDA15-016
	TITLE: General Wave-Optics Based Scaling Laws for Multiple/Obscured Apertures



TECHNOLOGY AREA(S): Weapons

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Develop the scaling law capabilities needed to obtain high fidelity solutions and model laser systems that contain multiple/obscured apertures.

DESCRIPTION: High energy laser (HEL) systems with spatially distributed architectures offer the potential for substantially reduced volume while mitigating thermal management requirements at the laser source (i.e., offers the potential for distributed thermal management).  This beam combining method uses multiple lasers spatially distributed across the beam director’s entrance pupil.  The approach also uses inexpensive high bandwidth electro-optic modulators and positioners to control the piston, tip, and tilt of each optical beamlet train, allowing for the overall system to apply a wavefront correction (without the use of combining elements or deformable mirrors) so that the beamlets coherently combine at the target.  Current commercially available scaling law modeling and simulation packages, such as SHARE or HELEEOS, do not have the capabilities needed to obtain high-fidelity solutions and model HEL systems that contain multiple/obscured apertures.  Scaling law modeling and simulations with these capabilities are sought to enable trade space analyses to be performed to determine the technical viability of the spatially distributed aperture HEL system approach as an alternative to current technical approaches for missile defense applications.

PHASE I: Develop a scaling law model for HEL systems that are composed of either multiple apertures that are spatially distributed and/or a single aperture that is obscured.  Demonstrate the model adequately addresses critical/key system engineering design constraints (e.g., diffraction, jitter, aero-optic disturbances, atmospheric propagation, beam control, radiometry, etc.) for the selected approach(es).

PHASE II: Using the model developed in Phase I, develop packaged modules that are user friendly with proper documentation and have the potential to be implemented in current commercially available scaling law packages such as SHARE or HELEEOS.  When needed, validation experiments should be used to reduce risk of model uncertainty.

PHASE III DUAL USE APPLICATIONS: Use the modules developed in Phase II to perform solicitor selected trade studies.  Develop a more convenient way of defining different HEL system configurations and advance methods for bookkeeping the power lost to different HEL system configurations.

Commercialization:  The new scaling law packages will provide military and commercial HEL system developers the ability to compare different systems (e.g., end-to-end systems with beam directors that are off-axis unobscured, centrally obscured, spatially distributed with multiple subapertures, and/or conformal phased arrays) and to trade-space analysis necessary for effective planning and decision making.
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	MDA15-019
	TITLE: Smart Readout Integrated Circuit for Dual Band Infrared Focal Plane Arrays



TECHNOLOGY AREA(S): Sensors

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Obtain innovative infrared (IR) readout integrated circuit (ROIC) technology, including digital and three dimensional (3-D) ROICs that will enable large format, high sensitivity, high resolution, large dynamic range, large field of view (FOV), and fast data rate dual-band IR focal plane arrays (FPAs) for missile defense applications.

DESCRIPTION: The long read time and limited data-rate and dynamic-range capabilities of analog ROICs limit sensor performance.  Analog ROIC output signal is susceptible to noise requiring added shielding and additional electronics for subsequent signal processing.  Digital readout integrated circuits (DROICs) using in-pixel processing and an all-digital readout can provide low noise, wide dynamic range, wide FOV, high resolution, and fast readout rate for overcoming limits imposed by readout circuits on sensors.  With the emergence of through-silicon via 3-D packaging and 3-D stacked fabrication technology a future ROIC is capable of more processing on the imager chip creating the potential for smaller, low power systems.  Innovative technical solutions are solicited for a ROIC architecture/design that meets the following goals:  format 512 x 512 or larger; pixel pitch from 10 micrometers to 30 micrometers; operating temperature 60 - 90 Kelvin; bias range 0 - 1 Volt; detector bias resolution less than 5 millivolts; equivalent well capacity up to 50 million electrons; read noise less than 200 electrons; dynamic range 14-22 bits; full frame rate up to 200 Hz; power consumption less than 300 mW; and matching detector quantum efficiency 45 - 70%.   The proposed solutions should also include a design that mitigates the effect of harsh man-made and natural radiation environments, including high energy particles and photons to prevent catastrophic system failure.

PHASE I: Develop a preliminary design for the proposed algorithms and electronics architectures. Modeling, simulation, and analysis of the design must be presented to demonstrate clearly how near-term goals will be met.  Proof-of-concept hardware development and test is highly desirable.  Proof-of-concept demonstration may be subscale or specific risk reduction activities associated with critical components or technologies.  Preliminary experimental results can be used in conjunction with modeling and simulation to verify scaling laws and feasibility.

PHASE II: Finalize the design of a prototype ROIC including all supporting modeling, simulation, and analysis.  Validate the feasibility of the proposed technology developed in Phase I by development of the prototype and demonstration of a ROIC-enabled FPA for characterization testing at a dual-band level. Environmental testing, including radiation testing, is highly desirable in this phase.

PHASE III DUAL USE APPLICATIONS: Develop and execute a plan to market and manufacture the product developed in Phase II. DROIC designers are encouraged to collaborate with the detector and FPA community to achieve the best overall performance of the sensor chip assembly for missile defense applications and enable integration of the FPA into suitable integrated detector/cooler assemblies for subsequent testing.

Commercialization:  The contractor will pursue commercialization of the various technologies and EO/IR components developed in Phase II for potential commercial uses in such diverse fields as law enforcement surveillance, astronomy, weather monitoring, aviation collision avoidance sensors, medical uses, homeland defense applications, and other infrared detection and imaging applications.

REFERENCES:
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	MDA15-021
	TITLE: Advanced Reserve Battery Technologies



TECHNOLOGY AREA(S): Materials/Processes, Electronics

OBJECTIVE: Seek innovative solutions to improve performance of the next generation reserve batteries.  Improvements should allow for geometric flexibility of batteries, increased energy density, longer shelf life, and manufacturability.

DESCRIPTION: Currently, a variety of reserve batteries power missile defense applications.  These power systems have specific requirements that include a long shelf life (up to 20 years), high voltage levels (>100V in some cases), high power density, high energy density, safety, and reliability.  Examples include thermal batteries and lithium oxyhalide.  Current thermal batteries can achieve peak specific powers greater than 10kW/kg and specific energies greater than 125Whr/kg at the battery level.  Similarly, lithium oxyhalide batteries can achieve peak specific powers greater than 2kW/kg and specific energies greater than 250Whr/kg at the battery level.

Future missile defense applications are projected to require more power and longer runtimes in smaller spaces, which will necessitate greater power density and energy density.  Technologies that increase operating time or reduce size and weight are desired.  In addition, current reserve batteries are geometrically constrained.  Missile defense applications seek battery technologies that could enable a more conformal shape in order to achieve a higher volumetric energy density.  The proposer could achieve improvements through enhanced packaging efficiency, materials, or electrolytes.

Focus areas for manufacturability enhancements include improved processes for materials, assembly, inspection, quality control, and modeling.  Seek manufacturing processes that allow scalability with minimal design changes of the new battery technology.  Designs should allow for electrical verification testing of the battery and periodic health monitoring throughout the battery shelf life.

PHASE I: Complete an initial design for the battery technology to demonstrate the proof of concept.  Include laboratory experimentation and/or modeling to verify the proposed concept.  Deliver an initial design for the prototype along with performance estimates.

PHASE II: Complete a detailed prototype design and construct a prototype for testing in a simulated environment.  Testing should verify design assumptions and performance estimates.  Include a detailed design and detailed performance analysis from the prototype testing.

PHASE III DUAL USE APPLICATIONS: Work with missile defense integrator to refine requirements and demonstrate the technology in a relevant environment.  A successful Phase III would transition the technology into a missile defense application.

Commercialization:  Pursue commercialization in both DoD and non-DoD applications.  Reserve batteries have uses in other military and commercial applications including guided munitions, launch systems, and single use emergency systems.

REFERENCES:
1. Missile Defense Agency.  Undated.  Overview of missile defense systems.  Retrieved from http://www.mda.mil.
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	MDA15-026
	TITLE: MEMS IMU Solutions for Missile Defense Applications



TECHNOLOGY AREA(S): Sensors, Weapons

The technology within this topic is restricted under the International Traffic in Arms Regulation (ITAR), which controls the export and import of defense-related material and services. Offerors must disclose any proposed use of foreign nationals, their country of origin, and what tasks each would accomplish in the statement of work in accordance with section 5.4.c.(8) of the solicitation.

OBJECTIVE: Develop accelerometers, gyros, and inertial measurement units (IMUs), based on micro-electro-mechanical systems (MEMS) technologies capable of performing under missile defense application shock and vibration environments.

DESCRIPTION: Gyroscopes and accelerometers employed in missile defense IMU applications encounter severe shock and vibration during storage, transport, launch, staging, deployment, and engagement.  In addition, IMUs in flight systems (interceptors, airborne platforms, and space assets) are constrained by limits on size, weight, power and cost (SWaP-C) while requiring high performance.  Current state-of-the-art tactical IMUs utilize optical technology (ring laser gyros and fiber optic gyros) which can be sensitive to temperature, shock and vibration.  MEMS technology promise to offer smaller, lighter, and less expensive to produce IMUs than optical systems since integrated circuit manufacturing production techniques are utilized in MEMS fabrication.  However, MEMS based IMUs have been known to experience performance degradation while operating through stressing shock and vibration environments.  Proposed MEMS solutions should focus on producing reliable, durable, and accurate components that operate without performance degradation under all shock and vibration environments encountered by flight systems.  Current industry standard tactical IMUs (e.g. LN-200 FOG and HG1700 IMUs) provide baseline SWaP and performance standards for any proposed effort.

Also, applicable portions of Department of Defense document MIL-STD-810, Environmental Engineering Considerations and Laboratory Tests, and the Air Force Space Command and Space and Missile Systems Center document SMC-S-016, Test Requirements for Launch, Upper-Stage and Space Vehicles, may serve as useful guides for the testing.

In addition to typical accelerometer and gyro performance values used to quantify performance, two performance ranges should be considered.  The first is the shock response spectrum amplitude (g) versus frequency (Hz) range and, the second, for vibration, is the power spectral densities (g^2/Hz) versus frequency (Hz) range.

PHASE I: Conduct experimental and/or modeling efforts to demonstrate proof-of-principle of the proposed technology to operate in high shock and vibration environments.  Demonstrate the technological ability to maintain performance standards in realistic environments.

PHASE II: Build and demonstrate the functionality of a MEMS prototype and its ability to be utilized for missile defense accelerometer, gyro, and IMU applications.  Demonstrate applicability to both selected military and commercial applications.

PHASE III DUAL USE APPLICATIONS: The cost avoidance realized by employing this technology would be significant.  Hence, the anticipated Phase III program customers would include a wide range of current weapon system programs.  During this phase, the effort calls for engineering and development, test and evaluation, and hardware qualification.

Commercialization:  The proposed technology would be anticipated to have a high level of interest for the aerospace and testing industries where ever accelerometers and/or gyros are practical.

REFERENCES:
1. Northrop Grumman.  2013.  “LN-200 FOG Family Advanced Airborne IMU/AHRS."  Retrieved from http://www.northropgrumman.com/Capabilities/LN200FOG/Documents/ln200.pdf.

2. Honeywell.  2012.  “Inertial Measurement Units.”  Retrieved from http://aerospace.honeywell.com/en/products/communication-nav-and-surveillance/inertial-navigation/defense-navigation/inertial-measurement-units/hg1700.

3. Department of Defense.  Undated.  MIL-STD-810, Environmental Engineering Considerations and Laboratory Tests.

4. Air Force Space Command and Space and Missile Systems Center document SMC-S-016.  Undated. Test Requirements for Launch, Upper-Stage and Space Vehicles.
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TECHNOLOGY AREA(S): Ground/Sea Vehicles, Materials/Processes, Weapons

OBJECTIVE: Develop innovative concepts and materials to replace the Polytetrafluoroethylene (PTFE) micro-porous separator and glass separator used in lithium oxyhalide batteries, while maintaining or exceeding performance, decreasing manufacturing complexity, and yield more efficient battery geometries.

DESCRIPTION: The anodes and cathodes of the lithium oxyhalide reserve battery’s cells are separated by a PTFE micro-porous material and glass material that provides electrical isolation for the electrodes. The solutions must include producible materials that maximize volumetric efficiency for electrolyte capacity and are optimized for efficient electrolyte flow and distribution upon battery activation.  The solutions must utilize materials which are chemically compatible with electrolyte and reaction products after activation.

These efforts will focus on specific military aerospace requirements and chemistry while concepts and materials developed in this effort could be integrated into other military systems and aerospace batteries of similar chemistry and have potential for application in other battery chemistries using liquid electrolyte.

PHASE I: Conduct experimental and/or modeling efforts to demonstrate proof-of-principle of the proposed technology to operate in the aerospace battery electrochemical environment.  Demonstrate the technological ability to maintain performance standards at the cell level.

PHASE II: Build and demonstrate the functionality of a separator prototype and its ability to be utilized in a missile defense reserve battery.  Demonstrate applicability to both selected military and commercial applications.

PHASE III DUAL USE APPLICATIONS: The cost avoidance by employing this technology would be significant.  Hence, the anticipated Phase III program customers would include a wide range of current weapon system programs. During this phase, the effort calls for engineering and development, test and evaluation, and hardware qualification.

Commercialization:  The proposed technology would be anticipated to have a high level of interest for the aerospace, marine, and automotive industries and anywhere batteries are used as a primary power source.

REFERENCES:
1. Superior Technical Ceramics.  Undated.  “Solid Oxide Fuel Cells.”  Retrieved from http://www.ceramics.net/industries-we-serve/solid-oxide-fuel-cells.

2. Eagle Piche.  Undated.  “Lithium Oxyhalide."   Retrieved from http://www.eaglepicher.com/technologies/battery-power/lithium-oxyhalide.
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