



Governmentwide Commercial Purchase Card (GPC) 
Procurement Integrated Enterprise Environment (PIEE)
Joint Appointments Module (JAM) 
Overview and Guidance

_____________________________________________________________________________________
Contents
1.	Overview	1
2.	What do I have to do now to promote successful JAM deployment?	1
3.	What is PIEE?	2
4.	What is PIEE JAM?	2
5.	What is the DoD Activity Address Directory (DoDAAD)?	3
6.	What is a DoDAAC, and how does PIEE use it?	4
7.	What is the PIEE Hierarchy?	4
8.	How do I know what number to enter as part of my PIEE profile?	5
8a. What if I’m a DAA, OA/OPC, A/OPC, or CPM who has a Home Organization / Location DoDAAC that is not identified as a Procurement DoDAAC?	6

1. 
	


2. [bookmark: _Toc2864986]Overview
OUSD(A&S)/DPC Memorandum Department of Defense SmartPay® 3 Government-wide Commercial Purchase Card Policies, Procedures and Tools – SP3 Transition Memorandum #6 (available at https://www.acq.osd.mil/dpap/pdi/pc/SmartPay3_TI_and_PCET.html) mandates use of various new applications during the DoD Governmentwide Commercial Purchase Card (GPC) SmartPay® 3 (SP3) Task Order transactional period of performance.
Several of these applications will be hosted within the Procurement Integrated Enterprise Environment (PIEE) eBusiness Suite.  User access to other commercial applications, such as U.S. Bank’s Access Online (AxOL) and Mastercard’s Insights on Demand (IOD), will eventually be granted (targeted for FY20) through PIEE using PKI-enabled (i.e., Common Access Card (CAC)-enabled), roles-based single sign-on—rather than separate user names and passwords.  As indicated in the GPC Joint Appointments Module (JAM) Role Descriptions (available at https://www.acq.osd.mil/dpap/pdi/pc/SmartPay3_TI_and_PCET.html), GPC system users are required to register for PIEE accounts to facilitate this access.  Every person who needs to view GPC appointments or requires access to AxOL must register for PIEE and request the role that is appropriate for their duties; many of these roles  (e.g., Resource Managers, DFAS DD 577 View Only) do not result in a formal JAM GPC appointment.
JAM was deployed in September 2018.  JAM workflows replace existing (mostly paper-based) GPC Delegation of Authority / Appointment Letter and Certifying Officer DD Form 577 appointment creation, approval and retention processes.  Use of JAM will result in enterprise standard processing of appointments, increased compliance with delegation of authority and appointment policy, and reduced paper. 
Once all necessary JAM PIEE/AxOL/IOD interfaces are deployed, organizational and user profile information from the PIEE Department of Defense Activity Address Codes (DoDAAC) based hierarchy and JAM delegations / appointments will be passed to the Bank.  The Bank will use this information to:
1) Initiate A/OPC tasks to create new and maintain existing accounts 
· For example:  After the Bank receives a new Approving/Billing Official (A/BO) JAM Appointment for John Smith at Organization A; Organization A’s Agency/Organization Program Coordinator (A/OPC) receives a task with OPTIONS:  Create new managing account (MA) – or – Assign John to an existing MA.  
2) Grant PKI-enabled, roles-based access to AxOL and IOD through a PIEE single sign-on (i.e., users will log-in to PIEE with their CAC and click on an AxOL/IOD icon to access these applications), removing the need for separate user names and passwords and increasing security.[footnoteRef:1]  [1:  Once single sign-on is active, username and password access to AxOL/IOD will be on an exception basis only.] 

3. [bookmark: _Toc2699823][bookmark: _Toc2864987]What do I have to do now to promote successful JAM deployment?
Component Program Managers (CPMs), Oversight A/OPCs (OA/OPCs), A/OPCs, A/BOs, and Certifying Officers who have not already done so should register for their PIEE account and complete their JAM appointments as soon as practicable.  Completing these appointments facilitates a mapping of the PIEE hierarchy to the Bank’s Total Business Reporting (TBR) hierarchy.  This mapping is necessary to automate required Office of Management and Budget (OMB) and DoD GPC Reporting Requirements, initiate CAC-enabled single sign-on to Bank offered commercial applications, and provide expanded reporting capabilities.    
CPMs, OA/OPCs, and A/OPCs must take the following steps now to avoid future system access/functionality issues and facilitate transition to mandatory SP3 procedures:
1) UNDERSTAND THE HIERARCHIES – Seek out and actively work with your Component’s Group Administrator(s)[footnoteRef:2] (GAM), your Component Resource Manager, and your U.S. Bank Relationship Manager to ensure your current AxOL GPC account structure (i.e., TBR hierarchy) supports your Component’s review and reporting requirements.   [2:  The individual(s) who, after supervisory approval, grant users WAWF/PIEE access when they register for an account.] 

2) DETERMINE NECESSARY DoD ACTIVITY ADDRESS CODES (DoDAACs) – Actively work to ensure that all A/OPCs know:
· their “Home Organization DoDAAC”; this is the DoDAAC of the organization at which the person sits. 
· their “Role Location DoDAAC(s)”; this is the DoDAAC(s) of the organization(s) for which the A/OPC or A/BO will be performing their duties. (e.g., even though I work at Washington Headquarters Services, I’m an A/OPC for the Pentagon Force Protection Agency and the Office of the Secretary of Defense (OSD)).  See additional example in section 6.
· the correct email address for the person who will sign their GPC Appointment / Delegation of Authority Letter (i.e., their Delegating and Appointing Authority) if they are not in their hierarchy.
· the Home Organization and Role Location DoDAACs for each of their Component’s GPC program participants.
4. [bookmark: _Toc2699825][bookmark: _What_is_Wide][bookmark: _Toc2864988]What is PIEE?
In August 2018 the WAWF eBusiness suite was rebranded as PIEE.  The Invoice, Receipt, Acceptance and Property Transfer (iRAPT) application returned to its original name, Wide Area Workflow (WAWF).   The timing of this rebranding coincided with a software release that streamlined various enterprise operational support capabilities (e.g., common test, continuity of operations, archive retention, security, etc.).
[image: ]
5. [bookmark: _The_PIEE_Joint][bookmark: _Toc2864989]What is PIEE JAM?
JAM is a new application that was deployed in the PIEE eBusiness suite in September 2018.  It is a DoD-wide, Common Access Card (CAC)-enabled capability to initiate, review, approve, store, and terminate regulatory appointments—replacing the current mostly paper-based processes.  The initial release enabled appointment of GPC Component Program Managers, Oversight A/OPCs,[footnoteRef:3] and A/OPCs[footnoteRef:4].  Subsequent JAM releases enabled A/BO and Certifying Officer appointments/delegations. The ability to issue electronic GPC Cardholder (CH) delegations and appointment of Contracting Officer’s Representatives (CORs) and Contracting Officers will be deployed in May 2019. [3:  OA/OPCs responsible for overseeing the work of other A/OPCs.]  [4:  A/OPCs responsible for directly overseeing A/BO MAs and Cardholder Accounts.] 

In addition to replacing the paper appointment letters currently required by DoD GPC policy, these JAM appointments will also eventually be used to grant roles-based access to various systems, including AxOL and IOD.  
The following image is the GPC PIEE user’s launch screen:
 [image: ] 
Throughout the SP3 transactional period, DoD requires that AxOL will accept data from JAM (once fully deployed) and: 
1) initiate an AxOL workflow that allows the A/OPC to open a new GPC account using appointment data provided, or link an appointment to an existing account (e.g., a new A/BO is assigned to an existing MA); and 
2) use the specified single-purchase and cycle limits as the maximum allowable values to be assigned to accounts created in AxOL.  The A/OPC will enter data necessary for account creation that is not identified during the JAM appointment process (e.g., Merchant Category Codes, Functional Entitlement Groups) directly into AxOL.  
6. [bookmark: _Toc2864990]What is the DoD Activity Address Directory (DoDAAD)?
The DoD Activity Address Directory (DoDAAD) is the authoritative database of codes used by DoD, participating Federal Agencies, authorized contractors, and authorized special program activities (e.g., state and local governments) to identify, route, and address information.  The DoDAAD includes codes (e.g., Department of Defense Activity Address Codes (DoDAACs)) that correspond to organizational units.  Consistent and accurate use of these codes aids in delivery/movement of data, people, and physical assets from/to their proper point or origin/destination.  PIEE receives up-to-date DoDAAC information from the DoDAAD nightly to ensure the two systems remain synchronized.
7. [bookmark: _What_is_a][bookmark: _Toc2864991]What is a DoDAAC, and how does PIEE use it?
A DoDAAC is a six-character, alphanumeric code that uniquely identifies a unit, activity, or organization within the DoDAAD.  Each activity that requisitions, contracts for, receives, has custody of, issues, or ships DoD assets, or funds/pays bills for materials and/or services, is identified by a six-position alphanumeric DoDAAC.  
When individuals register for a PIEE account, they are asked to enter their Home Organization or Location DoDAAC / Federal Activity Address Code (FEDAAC).  Since April 2018, PIEE uses the Home Organization / Location DoDAAC that system users enter into their PIEE user profiles to aggregate data by organizations up the PIEE hierarchy (i.e., to roll up reports from operational level organizations, through the Services up to the Office of the Secretary of Defense (OSD)) and to grant both systematic (e.g., all 1102s get access to Electronic Document Access (EDA)) and role-based (e.g., this COR needs to see this contract) access to systems that support the DoD acquisition process. 
JAM GPC workflows, policy, and guidance will refer to three DoDAAC perspectives:
1) Home Organization DoDAAC – This is the DoDAAC of the organization where a person works/sits.
2) Role Location DoDAAC/Group – This is the DoDAAC/Group where a person performs their duties.
EXAMPLE:  I work/sit at Defense Logistics Agency (DLA) Headquarters at Fort Belvoir in Virginia, but I am the A/OPC for Defense Contract Audit Agency (DCAA).
3) Authority Location DoDAAC – This is the DoDAAC of the person who grants a user GPC authority (i.e., signs their appointment letter). For all roles that have a formal appointment, the Authority Location DoDAAC will be captured when the Delegating and Approving Signatory (DAS)[footnoteRef:5] signs the letter. For the Delegating/Appointing Authority (DAA), the user will need to manually enter their Authority Location DoDAAC when they request the role. [5:  The DAS could be the DAA or the OA/OPC with Delegating Authority. A/OPCs may have delegating authority to appoint AOs, A/BOs or CHs.] 

EXAMPLE:  I am an A/OPC at DCAA, but the Director of Contracts at DLA signs my GPC Appointment Letter. 
8. [bookmark: _Toc519766216][bookmark: _What_is_the][bookmark: _Toc2864992]What is the PIEE Hierarchy?
The PIEE Hierarchy is a DoDAAC-based DoD organizational structure.  The Home Organization / Location Code (i.e., DoDAAC) entered by each user during their PIEE account registration process is used to identify their place on the PIEE Hierarchy.
Each Component has formally instituted their Hierarchy Level 2 (Services/Agencies) and Level 3 (Major Command or equivalent) structures and provided them to OSD; any changes to the level 2 or 3 structures must be formally coordinated with OSD.  Each DoD Component is solely responsible for management of its Hierarchy Levels 47; this process is managed by the Level 2 GAM.  Lower-level GAMs support the Level 2 GAM; they are responsible for PIEE user account management (i.e., activation and deactivation).  Each Component must work with their existing PIEE GAMs to determine how their GPC community will participate in the PIEE account management process.  
For the GPC program, the SP3 task orders require U.S. Bank to develop and maintain a crosswalk between the DoD Hierarchy and the TBR hierarchy. This mapping is important because it will ultimately dictate: 
1) Users’ PIEE role-based system access—including access to JAM, and also to perform GPC program oversight within the planned PIEE Purchase Card Oversight Module (PCOM);
2) Users’ role- and hierarchy-based systems access to AxOL and IOD through a single sign-on;
3) What AxOL and IOD information is presented to each user for action or view-only access;
4) How program internal control metrics and Data Mining case data will be aggregated and presented to users for oversight purposes in both AxOL and PIEE;
5) The aggregation of Program and GPC Improper Use data to fulfill the statutorily required DoD GPC reporting (formerly called “OMB Reporting”) requirements; and 
6) [bookmark: _GoBack]How U.S. Bank complies with the SP3 task orders’ requirement to use the DoD Hierarchy for transaction roll-up reporting (in addition to the available TBR-based reporting).
In August 2018 an Application Programming Interface (API) from PIEE went live; it is available for use by DoD and non-DoD systems (including U.S. Bank) to set up and regularly synchronize their Government office structures (i.e., map the PIEE Hierarchy to the TBR hierarchy).   
9. [bookmark: _How_do_I][bookmark: _Toc2864993]How do I know what number to enter as part of my PIEE profile?

Accurate DoDAAC entry by all users during PIEE registration is ESSENTIAL for successful deployment.
All users are asked to enter their Home Organization / Location DoDAAC when registering for access to PIEE.  Users need to enter the DoDAAC associated with their Home Organization Location.  To help determine the Home Organization DoDAAC: 
· If you work for an organization that awards contracts, your Home Organization / Location DoDAAC is the first 6 digits of your organization’s contract numbers.  
· If you work in an organization that has to request another organization to award contracts for you, your supervisor or the person who approves your Component’s release of Military Interdepartmental Purchase Requests (MIPRs) and/or issues requests for contract actions should be able to tell you what your Home Organization / Location DoDAAC is.  
· If you are currently a PIEE user who has access to only one location code in the PIEE Suite, that is likely your Home Organization DoDAAC.



[bookmark: _Attachment_1_–][bookmark: _Toc2864994]8a. What if I’m a DAA, OA/OPC, A/OPC, or CPM who has a Home Organization / Location DoDAAC that is not identified as a Procurement DoDAAC?
[bookmark: _Attachment_B_–][bookmark: _Attachment_C_-]Users who work at a location that is not designated as a Procurement DoDAAC should enter their Home Organization DoDAAC in their PIEE profile.   
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